Ring

INITIAL ORDER FORM

This Initial Order Form is a binding agreement between RingCentral, Inc. (“RingCentral”) and City of Oregon City
(“Customer” or “You”) (together the “Parties”), for the purchase of the Senices, licenses, and products listed herein.
This Initial Order Form is subject to and incorporates the terms and conditions of: (i) the separate written agreement,
executed by the Parties governing the purchase of the Senices described in this Order Form, or (ii) the RingCentral Online
Terms of Senice available at https://www.ringcentral.com/legal/eulatos.html, if there is no written agreement in place
(hereinafter (i) and (i) referred to as the “Agreement”). Capitalized terms not defined herein shall have the same
meanings as set forth in the applicable Agreement between the Parties. Unless agreed by both Parties in writing, any
terms or conditions set forth in a Customer-issued purchase order or ordering document shall not apply.

Please note that RingCentral Office is now RingCentral MVP. All references to “RingCentral Office”, whether in terms of
senice, adwertising or product descriptions, mean “RingCentral MVP”.

Customer Service Provider
City of Oregon City RingCentral, Inc.
1234 Linn Awe. 20 Davis Drive
Oregon City, OR 97045 Belmont, CA 94002
United States United States
David Knoll

+1 503-496-1557
dknoll@orcity.org

Service Commitment Period
Start Date: October 19, 2023
Initial Term: 36 Months
Renewal Term: 36 Months

Payment Schedule: Monthly
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RingCentral MVP Services

Recurring Services

Summary of Service Qty Rate Subtotal
DigitalLine Unlimited Advanced 280 $10.50 $2,940.00
DigitalLine Unlimited Advanced $6.00
'C::ompliance and Administrative Cost Recowery $3.50
ee
€911 Senice Fee $1.00
DigitalLine Basic 10 $9.00 $90.00
DigitalLine Basic $4.50
Compliance and Administrative Cost Recovery
Fee $3.50
€911 Senice Fee $1.00
Polycom VVX 450 Business IP Phone - Rental 30 $3.80 $114.00
Polycom VVX 350 Business IP Phone - Rental 100 $1.50 $150.00
Additional Local Number 1 $1.99 $1.99
Monthly Recurring Services* $3,295.99
Summary of Item(s) Qty Rate Subtotal
Polycom VVX 250 Business IP Phone 151 $0.00 $0.00
One-Time Total $0.00

Total Initial Amount $3,295.99

*Amounts are exclusive of applicable Taxes, Fees, and Shipping Charges.

Cost Center Billing

For customers with cost center billing, it is the customer's responsibility to provide cost center allocation information to
RingCentral at least 10 days prior to the issuance of the inwice. After the information is received, itwill be reflected on
future inwoices, but will not be adjusted retroactively on past inwices. If purchasing additional senices through the
administrative portal, it is the customer’s responsibility to assign cost centers at the time of purchase; otherwise, those
senices will not be allocated by cost center on the next inwice. Please note that cost center allocation is not available for
certain items, such as minute bundles and credit memos. For additional questions, please contact the RingCentral inwice
billing team at billingsupport@ringcentral.com.

Customer Reference. Customer agrees to provde RingCentral upon request, with a case study, press release/activity,
blog post, written recommendation, video testimonial, public speaking opportunity or other similar public marketing activity
which RingCentral is free to use in its reasonable discretion for marketing purposes.

Free Services Amount

Customer will receive 11,001.57 US Dollars (the “Free Service Amount”), which will be applied against charges for the
recurring Senvices set forth in this Order Form and any applicable taxes and fees associated with those Senices inwiced
by RingCentral. The Free Senice Amount is non-transferable and non-refundable and will expire upon termination of this
Order Form. The Customer will be responsible for paying for any additional senices and products ordered, and any
applicable associated taxes and fees.
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Add-on Services. RingCentral offers add-on senices (where available), which are described at

https://www.ringcentral.com/legal/add-on-s ervices.html.

IN WITNESS WHEREOF, the Parties have executed this Initial Order Form above through their duly authorized representatives.

Customer RingCentral

City of Oregon City RingCentral, Inc.

By: By:
Name: Name: Chris Donan
Title: Title: VP Majors & Mid-Market Sales
Date: Date:
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Ring

MASTER SERVICES AGREEMENT

This Master Services Agreementis effective as of the date of lastsignature (“Effective Date”) and made between:

City of Oregon City (“Customer”) RingCentral, Inc. (“RingCentral’)
Address: Address:
1234 Linn Ave. 20 Davis Drive
Oregon City, OR 97045 Belmont, CA 94002
By: By:
Name: Name: Chris Donan
Title: Title: VP Majors & Mid-Market Sales
Date: Date:

RingCentral and Customer are together referredto as the “Parties” and each individually as a “Party.”

1. The Master Services Agreement(“Agreement”) consists ofthe terms and conditions contained herein, and any Service Attachments
applicable to Customer’s Services, and any other Attachments agreed by the Parties, are incorporated into and form a part of this
Agreement.

Exhibit A — Definitions

Attachment A— RingCentral MVP Services
Attachment B — Security Addendum

THE PARTIES AGREE AS FOLLOWS:
2. Ordering and Term

A.

Ordering Services. Customer mayorder the Services set forth in the relevant Attachments, attached hereto, by executing an
Order Form in the format provided by RingCentral. Customer must submit the Order Form to RingCentral either in writing or
electronically via the Administrative Portal. The Order Form will identify the Services requested by Customer together with: (j)
the price for each Service; (ii) scheduled Start Date; (iii) and products rented, licensed, or sold to Customer, if any. An Order
Form will become binding whenitis executed by the Customer and accepted byRingCentral. RingCentral mayacceptan Order
Form by commencing performance ofthe requested Services. The Services and invoicing for those Services will begin on the
Start Date, as identified in the applicable Order Form or on the day Services are ordered via the Administrative Portal. Customer
maypurchase additional Services, software, and equipmentvia the Administrative Portal or byexecuting additional Order Forms.

Equipment. Subjectto availability based on brand and Customer location, Customer may purchase or rent equipment from
RingCentral for use with the Services. The terms and conditions thatgovern any such transaction can be found at:

i.  Purchase: http://www.ringcentral.com/legal/ringcentral-hardware-terms-conditions.html:

ii. Rental:http://www.ringcentral.com/legal/lease-rental.html, and

iii. Device as a Services: https://lwww.ringcentral.com/legal/daas-agreement.html.

Term of this Agreement. The Term of this Agreement will commence on the Effective Date and continue until the last Order
Form is terminated or expires, unless terminated earlierin accordance with its terms.

Services Term. The Services Term will begin on the Start Date of the initial Order Form and continue for the initial term setforth
in the initial Order Form (“Initial Term”). Upon expiration of the Initial Term, unless otherwise setforth in the Order Form, the
term recurring Services will automaticallyrenew for successive periods as setforth in the initial Order Form (each a “Renewal
Term”) unless either Party gives notice of non-renewal at least thirty (30) days before the expiration of the Initial Term or the
then-currentRenewal Term. The Term of any recurring Services added to your Account after the initial Order Form is executed
will start on the Start Date in the applicable Order Form, will run coterminously with the then-current Term of any preexisting

Master Services Agreement Page 1 of 20


http://www.ringcentral.com/legal/ringcentral-hardware-terms-conditions.html
http://www.ringcentral.com/legal/lease-rental.html
https://www.ringcentral.com/legal/daas-agreement.html

Services unless otherwise extended in the applicable Order Form, and will be invoiced on the same billing cycles as the
preexisting Services.

3. Invoicing and Payment

A.

Prices and Charges. All prices are identified in US dollars on the Administrative Portal or in the applicable Order Form unless
otherwise agreed by the Parties. Additional charges may result if Customer activates additional features, exceeds usage
thresholds, or purchases additional Services or equipment. Customer will be liable for all charges resulting from use of the
Services on its Account. Unless otherwise agreed between the Parties, recurring charges (such as charges for Digital Lines,
product licenses, minute bundles, and equipment rental fees) for the Services begin on the Start Date identified in the
Administrative Portal orin the applicable Order Form and will remainin effectfor the Initial Term (as describedin an Orde r Form)
or, if applicable, the then-current Renewal Term. RingCentral will provide notice of any proposed increase in such charges no
later than sixty (60) days before the end of the Initial Term or then-currentRenewal Term, and anysuch increase will be effective
on the first day of the next Renewal Term. Administrative Fees that RingCentral is entitled to pass on to its customers as a
surcharge pursuantto applicable Law maybe increased on thirty (30) days’ written notice. Outbound calling rates will be app lied
based onthe rate in effect at the time of use. Customer maylocate the currently effective rates in the Administrative Portal.

Invoicing and Payment. Invoices will be issued in accordance with the paymentterms setforth in the Order Form. If Customer
chooses to pay by credit or debit card, by providing a valid credit or debit card, Customeris expresslyauthorizing all Services
and equipment charges and fees to be charged to such payment card, including recurring payments billed on a monthly or
annual basis. In addition, Customer’s provided creditcard shall be used for any in-month purchases of additional services and
products, or where Customer has exceeded usage or threshold limits, any overage charges. Unless otherwise stated in the
applicable Order Form, recurring charges are invoiced in advance in the frequencysetforth in the Order Form, and usage -based
and onetime charges are billedmonthlyin arrears. Customer shall make paymentin full, withoutdeduction or set-off, within thirty
(30) days of the invoice date. Any payment not made when due maybe subjectto alate paymentfee equivalentto the lesser of
(i) one and a half percent (1.5%) per month or (ii) if applicable, the highest rate allowed by Law. In no event may paymentbe
subjectto delays due to Customerinternal purchase order process.

Taxes. Al rates, fees, and charges are exclusive ofapplicable Taxes, forwhich Customeris solelyresponsible. Taxes may vary
based onjurisdiction and the Services provided. If any withholding taxis levied on the payme nts, then Customer mustincrease
the sums paidto RingCentral so thatthe amountreceived by RingCentral after the withholding taxis deducted is the fullamo unt
RingCentral would have received if no withholding or deduction had been made. If Customer is a tax-exempt entity, tax
exemption will take effect upon provision to and validation by RingCentral of certificate of tax exemption.

Billing Disputes. If a Customer reasonablyand in good faith disputes any portion of RingCentral’s invoice, it must provide
written notice to RingCentral within thirty (30) days of the invoice date, identifying the reason for the dispute and the amo unt
being disputed. Customer’s dispute as to any portion of the invoice will not excuse Customer’s obligation to timely pay the
undisputed portion of the invoice. Upon resolution, Customer must pay any validly invoiced unpaid amounts within thirty (30)
days. Any amounts thatare found to be in error resulting in an overpayment by the Customer will be applied as a billing credit
against future invoices. Customer will be reimbursed any outstanding billing credits at the expiration or termination of this
Agreement.

4. Provision of the Service

A.

General Terms. RingCentral will provide the Services as described in the relevant Service Attachment. RingCentral may
enhance, replace, and/or change the features of the Services, but it will not materially reduce the core features, functions, or
security of the Services during the Term withoutCustomer’s consent.

Customer Care

i. Customermustprovide Helpdesk Supportto Customer’s EndUsers. RingCentral mayrequire Customer’s Helpdesk Support
personnel to complete a designated series oftraining courses on RingCentral’s Services. Such training will be provided to
Customeronlinein English atno cost.

ii. RingCentralwillmake remote supportavailable to Customer’s Helpdesk Supportpersonnel and/or Account Administrators
via the Customer Care call center, which will be available 24/7, to attempt to resolve technical issues with, and answer
guestions regarding the use ofthe Services. Unless otherwise agreed bythe parties, Customer Care supportwill be provided
in English, and onsite and implementation services are notincluded in the Customer Care support.

iii. Customer may open a case with Customer Care following the process in place at the time. Any individual contacting
Customer Care on behalf of Customermustbe authorized to do so on behalfof the Account and will be required to follow
applicable authentication protocols.

Professional Services. RingCentral offers a broad portfolio of professional services that includes onsite and remote
implementation services; extended enterprise services including premium technical support; and consulting. Any such services
are governed by this Agreement, the Professional Services terms, and anyapplicable Statement of Work (SOW), which may be
attached hereto.
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D. Advanced Support. Customer maypurchase Advanced Supportservices from RingCentral for use with the Services. The terms
and conditions that govern the Advanced Support can be found at: https://www.ringcentral.com/legal/enterprise-service-
attachment.html.

E. Managed Services. Customer may purchase Managed Services from RingCentral for use with the Services. The terms and
conditions that govern the Managed Services can be found at: https://www.ringcentral.com/legal/managed-services-
attachment.html.

F. Subcontracting. RingCentral mayprovide anyofthe Services hereunder through anyofits Affiliates or subcontractors, provided
that RingCentral will bear the same degree of responsibility for acts and omissions for those subcontractors acting on
RingCentral’s behalfin the performance ofits obligations under this Agreementas itwould bear if such acts and omissions were
performed by RingCentral directly.

5. Use of the Service

A. Service Requirements. The Services are dependentupon Customer’s maintenance of sufficientInternetaccess, networks, and
power as set forth in RingCentral’s Technical Sufficiency Criteria, available at
https ://www.ringcentral.com/legal/policies/technical-sufficiency-criteria.html. RingCentral will not be responsible for any
deficiencies in the provision of the Services if Customer’s network does notmeetRingCentral’'s Technical Sufficiency Criteria.

B. Use Policies. Customerandits End Users mayuse the Services onlyin compliance with this Agreement, applicable Law, and
the Use Policies referenced below, which are incorporated into and form part of this Agreement. Customer mustensure thatits
End Users complywith the Use Policies. Any breach of this Section (Use Policies) will be deemed a material breach of this
Agreement. RingCentral mayupdate the Use Policies from time to time and will provide notice of material updates to Customer
atthe email address on file with the Account. All updates will become effective thirty (30) days after such notice to Customer or
upon posting for non-material changes. Customer mayobjectto a modification thatnegatively impacts its use of the Service by
sending written notice (“Objection Notice”) to RingCentral within thirty (30) days from the date of the notice of modification. If the
Parties cannot reach agreement, then either Party may terminate the affected Services without penalty with thirty (30) days
written notice to the other Party.

i. Acceptable Use Policy. The Services mustbe usedin accordance with RingCentral’s Acceptable Use Policy, available at
https ://www.ringcentral.com/legal/acceptable-use-palicy.html. Notwithstanding anything to the contrary in this Agreement,
RingCentral may act immediately and without notice to suspend or limit the Services if RingCentral reasonably suspects
fraudulentorillegal activity in the Customer’s Account, material breach ofthe Acceptable Use Policy, or use of the Services
that could interfere with the functioning of the RingCentral Network provided such suspension or limitation may only be to
the extent reasonably necessaryto protect againstthe applicable condition, activity, or use. RingCentral will promptly
remove the suspension or limitation as soon as the condition, activity or use is resolved and mitigated in full. If Customer
anticipates legitimate butunusualactivity on its Account, Customer should contact Customer Care in advance to avoid any
Service disruption.

ii. Emergency Services. RingCentral’s policy governing the provision of emergency services accessed via the Services is
available at https://iwww.ringcentral.com/legallemergency-services.html.

iii. Numbering Policy. The provision,use, and publication of numbers used in conjunction with the Services are governed by
RingCentral’s Numbering Policies, available at https ://www.ringcentral.com/legal/policies/numbering-policy.html.

6. Termination

A. Termination for Cause. Either Party mayterminate this Agreementand any Services purchased hereunderin whole or partby
giving written notice to the other Party: i) if the other Party breaches any material term of this Agreementand fails to cure such
breach within thirty (30) days afterreceiptof such notice;ii) at the written recommendation ofa governmentor regulatoryagency
following a change in either applicable Law or the Services; or iii) upon the commencement by or against the other Party of
insolvency, receivership or bankruptcy proceedings oranyother proceedings or an assignmentfor the benefit of creditors.

B. Effect of Termination. If Customerterminatesthe Services, a portion of the Services, or this Agreementin its entirety due to
RingCentral’s material breach under Section 6(A) (Termination for Cause), Customer will not be liable for any fees or charges
for terminated Services for any period subsequentto the effective date of such termination (exceptthose arising from continued
usage before the Services are disconnected), and RingCentral will provide Customer a pro-rata refund of any prepaid and
unused fees or charges paid by Customer for terminated Services. If this Agreement or any Services are terminated for any
reason otherthan as a resultof a material breach by RingCentral or as otherwise permitted pursuantto Section 6(A) or as set
forth in Section 14(l) (Regulatoryand Legal Changes) the Customer must, to the extent permitted byapplicable Law and without
limiting any other right or remedy of RingCentral, pay within thirty (30) days of such termination allamounts thathave accrued
priorto suchtermination, as well as all sums remaining unpaid for the Services for the remainder ofthe then -current Term plus
related Taxes and fees.

7. Intellectual Property
A. Limited License

i. Subjectto, and conditional upon Customer’s compliance with, the terms ofthis Agreement, RingCentral grants to Customer
and its End User, a limited, personal, revocable, non-exclusive, non-transferable (other than as permitted under this
Agreement), non-sublicensable license to use any software provided or made available by RingCentral to the Customer as
part of the Services (“Software”) to the extent reasonably required to use the Services as permitted by this Agreement,
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C.

only for the duration that Customeris entitled to use the Services and subjectto the Customer being currenton its payment
obligations.

ii. Customerwill not, and will not allowits End Users, to: (a) sublicense, resell, distribute or assign its rightunder the license
granted under this Agreement to any other person or entity; (b) modify, adapt or create derivative works of the Software or
any associated documentation; (c) reverse engineer, decompile, decrypt, disassemble or otherwise attempt to derive the
source code for the Software; (d) use the Software for infringementanalysis, benchmarking, or for any purpose otherthan
as necessaryto use the Services Customer is authorized to use; (e) create any competing Software or Services; or (f)
remove any copyright or other proprietary or confidential notices on any Software or Services.

IP Rights

i. RingCentral’s Rights. Except as expressly provided in this Agreement, the limited license granted to Customer under
Section 7(A) (Limited License) does notconveyany ownershipor otherrights orlicenses, express orimplied, in the Services
(including the Software), any related materials, or in any Intellectual Property and no IP Rights or other rights or licenses
are granted, transferred, or assigned to Customer,anyEnd User, or any other party by implication, estoppel, or otherwise.
All rights not expressly granted herein are reserved and retained by RingCentral and its licensors. The Software and
Services may comprise or incorporate services, software, technology, or products developed or provided by third parties,
including open-source software or code. Customer acknowledges that misuse of RingCentral Services may violate third -
party IP rights.

ii. Customer Rights. As between RingCentral and Customer, Customer retains title to all IP Rights that are owned by the
Customerorits suppliers. To the extent reasonablyrequired or desirable for the provision ofthe Services, Customer grants
to RingCentral alimited, personal, non-exclusive, royalty-free, license to use Customer’s IP Rights in the same. Customer
mustprovide (and is solelyresponsible for providing) all required notices and obtaining all licenses, consents, authorizations,
or otherapprovals related to the use, reproduction, transmission, or receiptofany Customer Contentthatincludes personal
or Confidential Information orincorporates anythird-party IP rights.

Use of Marks. Neither Party may use or displaythe other Party’s trademarks, service mark orlogosin anymanner without such
Party's priorwritten consent.

8. Confidentiality

A.

Restrictions on Use or Disclosures by Either Party. During the Term ofthis Agreementand for atleastone (1) year thereatfter,
the Receiving Party shall hold the Disclosing Party's Confidential Information in confidence, shall use such Confidental
Information only for the purpose of fulfilling its obligations under this Agreement, and shall use at least as great a standa rd of
care in protecting the Confidential Information as ituses to protect its own Confidential Information.

Each Party may disclose Confidential Information onlyto those of its employees, agents or subcontractors who have a need to
itin orderto perform or exercise such Party’s rights or obligations under this Agreementand who are required to protectitagainst
unauthorized disclosure in a manner no less protective than required under this Agreement. Each Party may disclose the other
Party's Confidential Information in any legal proceeding or to a governmental entity as required by Law.

These restrictions on the use or disclosure of Confidential Information do not applyto any information which is independenty
developed by the Receiving Party or lawfullyreceived free of restriction from another source having the right to so furnish such
information; afterit has become generallyavailable to the public withoutbreach ofthis Agreementby the Receiving Party; which
at the time of disclosure was alreadyknown to the Receiving Party, without restriction as evidenced by documentation in such
Party’'s possession;orwhich the Disclosing Partyconfirms in writing is free of such restrictions.

Upon termination of this Agreement, the Receiving Partywill promptlydelete, destroyor, at the Disclosing Party’s request, retum
to the Disclosing Party, all Disclosing Party’s Confidential Information in its possession, including deleting or rendering unusable
all electronic files and data that contain Confidential Information, and upon request will provide the Disclosing Party with
certification of compliance with this subsection.

9. Data Protection

A.

Data Privacy. RingCentral respects Customer’s privacyand will only use the information provided by Customerto RingCentral
or collected in the provision of the Services in accordance with RingCentral’s Data Processing Addendum, available at
https ://www.ringcentral.com/legal/dpa.html, incorporated byreference. RingCentral mayupdate the Data Processing Addendum
from time to time and will provide notice of any material updates to the Customer as required by applicable Laws at the email
address on file with the Account. Such updates will be effective thirty (30) days after such notice to Customer.

Data Security. RingCentral will take commerciallyreasonable precautions, including, withoutlimitation, technical (e.g., firewalls
and data encryption), organizational, administrative, and physical measures, to help safeguard Customer’s Account, Account
Data, and Customer Contentagainstunauthorized use, disclosure, or modification. Customer mustprotectall End Points using
commerciallyreasonable security measures. Customer is solely responsible to keep all user identifications and passwords
secure.Customer mustmonitor use ofthe Services for possible unlawful or fraudulentuse. Customer mustnotify RingCental
immediately if Customer becomes aware or has reason to believe that the Services are being used fraudulently or without
authorization by any End User or third party. Failure to notify RingCentral mayresultin the suspension or termination of the
Services and additional charges to Customer resulting from such use. RingCentral will not be liable for any charges resulting
from unauthorized use of Customer’s Account.

Software Changes. RingCentral mayfrom time-to-time push softwareupdates and patches directlyto Customer’s device(s) for
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installation and Customer will not prevent RingCentral from doing so. Customer mustimplement promptly all fixes, updates,
upgrades and replacements of software and third-party software that may be provided by RingCentral. RingCentral will notbe
liable for inoperabilityof the Services or any other Services failures due to failure of Customerto timelyimplementthe re quired
changes.

10. Limitations of Liability

A. Excluded Damages

IN NO EVENT WILL EITHER PARTY OR ITS AFFILIATES OR ITS OR THEIR SUPPLIERS BE LIABLE FOR (1) INDIRECT,
INCIDENTAL, PUNITIVE, OR CONSEQUENTIAL DAMAGES; (2) LOSS OF USE OR LOSS OF DATA; (3) LOSS OF BUSINESS
OPPORTUNITIES, REVENUES OR PROFITS; OR (4) COSTS OF PROCURING REPLACEMENT PRODUCTS OR
SERVICES, IN ALL CASES WHETHER ARISING UNDER CONTRACT, WARRANTY, TORT (INCLUDING NEGLIGENCE OR
STRICT LIABILITY), OR ANY OTHER THEORY OF LIABILITY, AND EVEN IF SUCH PARTY HAS BEEN INFORMED IN
ADVANCE OF SUCH DAMAGES OR SUCH DAMAGES COULD HAVE BEEN REASONABLY FORESEEN.

B. Liability Caps

EXCEPT AS SET FORTH HEREIN, THE TOTAL CUMULATIVE LIABILITY OF THE PARTIES UNDER THIS AGREEMENT
WILL NOT EXCEED THE AMOUNTS PAID OR PAYABLE UNDER THIS AGREEMENT DURING THE PREVIOUS SIX (6)
MONTHS. LIMITATIONS UNDER THIS SECTION (LIABILITY CAPS) WILL NOT APPLY TO:

FEES OWED BY CUSTOMER
EITHER PARTY'S LIABILITY FOR INFRINGEMENT OF THE OTHER PARTY’S IP RIGHTS

EITHER PARTY'S LIABILITY RESULTING FROM GROSS NEGLIGENCE, FRAUD, OR WILLFUL OR CRIMINAL
MISCONDUCT

CUSTOMER’S LIABILITY RESULTING FROM USE OF THE SERVICES IN BREACH OF THE ACCEPTABLE USE
POLICY OR EMERGENCY SERVICES POLICY

EITHER PARTY’S LIABILITY ARISING FROM DEATH OR PERSONAL INJURY CAUSED BY NEGLIGENCE, OR FOR
ANY OTHER LIABILITY WHICH MAY NOT BE RESTRICTED, LIMITED, OR EXCLUDED PURSUANT TO APPLICABLE
LAW.

11. Indemnification

A. Indemnification by RingCentral

RingCentral shallindemnifyand hold harmlessthe Customer and its Affiliates for Indemnifiable Amounts, and shall defend
any third-party claims or causes of action (a “Third Party Claim”) to the extent such Third Party Claim arises out of or
alleges that:

a. The Services, as provided by RingCentral, infringe or misappropriate the patent, copyright, trademark, or trade secret
rights of a third party.

RingCentral will have no obligations under subsection (i) above to the extent the Third Party Claim arises from: (a) use of
the Services in combination with data, software, hardware, equipment, or technology not provided or authorized by
RingCentral in writing unless anyof the foregoing are necessaryfor the proper operation of the Services; (b) modifications
to the Services not made by RingCentral; (c) Customer Content; (d) failure to promptlyinstall any updates of any software
or firmware or acceptor use any modified orreplacementitems provided free of charge by or on behalfof RingCentral; (€)
breach of the Agreement; or (f) a Third Party Claim broughtby Customer’s Affiliate, successor, orassignee.

If such a Third-Party Claim is made or appears possible, Customer agrees to permit RingCentral, at RingCentral’s sole
discretion and expense, to (a) modify or replace the Services, or componentor part thereof, to make it non -infringing or (b)
obtain the right for Customer to continue to use the Services. If RingCentral determines that neither alternative is
commerciallyreasonable, RingCentral mayterminate this Agreementin its entirety or with respect to the affected Service,
componentor part (a “Discontinued Component”), effective immediately on written notice to Customer, in which case
Customer will notowe any fees or charges relating to the Discontinued Componentfor any period subsequentto the date
of such termination, and will be entitled to receive a refund of any prepaid but unused fees relating to the D iscontinued
Component. In the event the removal of the Discontinued Componentdoes notsubstantiallyaffect Customer’s use of the
Services, the refund or fee abatement pursuant to the foregoing shall be a reasonable portion of the total fees owed by
Customer for the Services as a whole based on the significance of the Discontinued Component to the total value of the
Services as a whole. RingCentral’s obligations under this Sub-Section will be RingCentral’s sole and exclusive liabilityand
Customer’'ssole and exclusive remedies with respectto any actual or alleged intellectual propertyviolations.

B. Indemnification by Customer. Tothe extent permitted bythe laws and the constitutionofthe jurisdictionof Customer, Customer
shall indemnify, and hold harmless RingCentral and its Affiliates for Indemnifiable Amounts, and shall defend any Third Party
Claims arising outofor in connection with: (i) material violation of applicable Law bythe Customer, its Affiliates, or the ir respectve
End Users in connection with their use of the Services; (ii) use of the Services in breach of the Use Policies; (iii) failure to
promptlyinstall anyupdates of any software or firmware or acceptor use modified or replacementitems provided free of charge
by or on behalfof RingCentral; or (iv) Customer Content.
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Defense and Indemnification Procedures.Any Party seeking indemnification under this Section 11 (the “Indemnified Party”)
shall provide the Party from which itseeks such indemnification (the “Indemnifying Party”) with the following: (a) promptwritten
notice of the Third-Party Claim, (b) sole control over the defense and settlement of the Third-Party Claim, and (c) reasonable
information, cooperation, and assistance (at the Indemnifying Party’s sole expense except for the value of the time of the
Indemnified Party’s personnel) in connection with the defense and settlementofthe Third-Party Claim. The Indemnified Party's
failure to complywith the foregoing obligations will notrelieve the Indemnifying Party of its defen se orindemnification obligatons
underthis Section 11 (Indemnification) exceptto the extent that the Indemnifying Party is materiallyprejudiced by such failure.
The Indemnified Party will have the right to participate (but not control), at its own expense, in the defense of such Third-Party
Claim, including any related settlement negotiations. No such claim may be settled by the Indemnifying Party without the
Indemnified Party’'s express written consent(not to be unreasonablywithheld, conditioned, or d elayed) unless such settlement
includes afull and complete release ofall claims and actions againstthe Indemnified Party by each party bringing such Thir d-
Party Claim, requires no admission of fault, liability, or guilt by the Indemnified Party, and requires no act by the Indemnified
Party other than the paymentof a sum of moneyfully indemnified bythe Indemnifying Party.

12. Warranties

A.

RingCentral Warranty. RingCentral will provide the Services usinga commerciallyreasonable level of skill and care, in m aterial
compliance with all applicable Laws and otherwise subject to the terms of this Agreement. To the extent permitted by Law,
RingCentral shallpassthrough to Customer anyand all warranties RingCentral receives in connection with equipment provided
to Customer by or on behalfof RingCentral.

Customer Warranty. Customer’s and its End Users’ use ofthe Services mustalways complywith all applicable Laws and this
Agreement. Further, when Customer’s subscription for Services exceeds one (1) fiscal year, Customer warrants that it shall
exercise due diligence and best efforts to secure an adequate appropriation of funds on time from its legislative or similar
governmentbody to pay for the contracted Services in the follow-on fiscal year(s).

Disclaimer of Warranties. EXCEPT AS SPECIHCALLY SET FORTH IN THIS AGREEMENT AND TO THE FULLEST
EXTENT PERMITTED BY LAW, THE SERVICES ARE PROVIDED “AS IS” AND “AS AVAILABLE,” AND RINGCENTRAL
MAKES NO OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO THE IMPLIED
WARRANTIES OF MERCHANTABILITY, NON-INFRINGEMENT, QUIET ENJOYMENT, AND HTNESS FOR A PARTICULAR
PURPOSE AND ANY WARRANTIES ARISING FROM A COURSE OF DEALING OR USAGE IN TRADE, TOGETHER WITH
SIMILAR WARRANTIES, WHETHER ARISING UNDER ANY LAW OR OTHERWISE. TO THE EXTENT THAT
RINGCENTRAL CANNOT DISCLAIM ANY SUCH WARRANTY AS A MATTER OF APPLICABLE LAW, THE SCOPE AND
DURATION OF SUCH WILL BE LIMITED TO THE FULLEST EXTENT PERMITTED BY LAW.

13. Dispute Resolution

A.

Governing Law. Any dispute arising out of or relating to this Agreement shall be governed and construed in accordance with
the laws of Oregon, without regard to its choice of law rules, and the parties agree to submitto the jurisdiction of,and venue in,
the courts in that state. The United Nations Convention on Contracts for the International Sale of Goods does not applyto this
Agreementor Customer’s use ofthe products or Services.

Good Faith Attempt to Settle Disputes. In the event of a dispute, each Party shall appoint a duly authorized representative
who shall use all reasonable endeavors to resolve in good faith any dispute within reasonable timescales.

Equitable Relief. Any breach of either Party’s IP Rights may cause that Party irreparable harm for which monetary damages
will be inadequate and such Partymay, in addition to otherremedies available atLaw or in equity, obtain injunctive relief without
the necessity of posting a bond or other security, proof of damages, or similar requirement, in additional to any other relief to
which such Party may be entitled under applicable Law.

14. Miscellaneous

A.

Relationship of the Parties. RingCentral and Customer are independentcontractors, and this Agreementwill notestablish any
relationship of partnership, jointventure, employment, franchise or agencybetween RingCentral and Customer.

Assignment. Neither Party may assign the Agreement or any portion thereof without the other Party’s prior written consent
(which such consentmaynot be unreasonablywithheld or delayed), however either Party may assign the Agreementand all of
that Party’s rights and obligations thereunder without consent (a) to an Affiliate; (b) to the Party’'s successoror surviving entity
in connection with a merger, acquisition, consolidation, sale of all or substantially all of its assets used in connection with the
provision of Services under this Agreement; or (c) as part of the transfer or disposition of more than fifty percent (50%) of a
Party's voting control or assets. This Agreementwill bind and inure to the benefitof the Parties, and their permitted assigns and
successors.

Notices. Except where otherwise expressly stated in the Agreement, all notices or other communications must be in English
and are deemed to have been fully given when made in writing and delivered in person, upon delivered email, confimed
facsimile, or five days after deposit with an reputable overnight courier service, and addressed as follows: To RingCentral at
RingCentral, Inc., Legal Dept., 20 Davis Drive, Belmont, CA 94002 USA, with a copy to legal@ringcentral.com, and to Customer
at either the physical address oremail address associated with the Customer Account.

Customer acknowledges and agrees thatall electronic notices have the full force and effect of papernotices. The addressesto
which notices maybe given by either Party may be changed (a) by RingCentral upon written notice given to Customer pursuant
to this Section or (b) by Customerin the Administrative Portal.
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D. Force Majeure. Excluding either Party's payment obligations under the Agreement, neither Party will be responsible or liable
for any failure to perform or delay in performing to the extent resulting from anyevent or circumstance thatis beyond that Party's
reasonable control, including without limitation any act of God; national emergency;, third-party telecommunications networks;
riot; war; terrorism; governmentalactor direction; change in Laws; fiber, cable, or wire cut; power outage or reduction; re bellion;
revolution; insurrection; earthquake; storm; hurricane; flood, fire, or other natural disaster; strike or labor disturbance; or other
cause,whethersimilar or dissimilar to the foregoing, notresulting from the actions or inactions of such Party.

Third-Party Beneficiaries. RingCentral and Customer agree thatthere will be no third-party beneficiaries to this Agreement.

F. Headings, Interpretation. The headings, sectiontitles, and captions used in the Agreement are for convenience of reference
only and will have nolegal effect. All defined terms include related grammatical forms, and, whenever the context may require,
the singular form of nouns and pronouns include the plural, and vice versa. The Parties agree thatthis Agreementwillbe deemed
to have beenjointly and equallydrafted by them, and that the provisions of this Agreement therefore should notbe construed
againsta Party or Parties on the grounds thatthe Party or Parties drafted or was more responsible for drafting the provision(s).

G. Anti-Bribery. Each Party represents thatin the execution of this Agreementand in the performance ofits obligations under this
Agreementit has complied and will complywith all applicable anti-briberyLaws and regulations, including, withoutlimitation, the
U.S. Foreign Corrupt Practices Act, the UK Bribery Act, and similar applicable Laws.

H. Export Control. Any services, products, software, and technical information (including, butnot limited to, services and training)
provided pursuantto the Agreementmay be subjectto U.S. export Laws and regulations. Customer will not use distribute,
transfer, or transmitthe services, products, software, or technical information (even if incorporated into other products) except
in compliance with U.S. and other applicable exportregulations.

I.  Regulatory and Legal Changes. In the event of any change in Law, regulation or industry change that would prohibit or
otherwise materially interfere with RingCentral’s ability to provide Services under this Agreement, RingCentral may terminate
the affected Services or this Agreement or otherwise modifythe terms thereof.

J. Entire Agreement. The Agreement,together with any exhibits, Order Forms, Use Policies, and Attachments, each of which is
expressly incorporated into this Agreement with this reference, constitutes the entire agreement between the Parties and
supersedes and replaces any and all prior or contemporaneous understandings, proposals, representations, marketing
materials, statements, or agreements, whether oral, written, or otherwise, regarding such subject. RingCentral expresslyrejects
in their entirety any additional or conflicting terms or conditions contained in Custom er purchase order, or similar Customer
document, which the Parties agree are solelyfor the Customer’s convenience.

K. Order of Precedence.In the event of any conflictbetween the documents comprisingthis Agreement, precedence willbe given
to the documents in the following descending order: (i) the applicable Order Form:; (ii) the applicable Attachment; (iii) the main
body of this Agreement; (iv) Use Policies and Data Processing Addendum incorporated byreference in this Agreement; and (v)
and any other documentexpresslyreferred to in this Aareementwhich aoverns the Services. With respectto data processina,
the Data Processing Addendum shalltake precedence over anyinconsistenttermsin anyofthe documents listed in the previous
sentence.

L. Amendments. Except as otherwise provided, this Agreement may only be modified by a written amendment executed by
authorized representatives of both Parties. In no event will handwritten changes to any terms or conditions, including in the
applicable Order Form, be effective.

M. Severability and Waiver. In the event any provision of this Agreementis held by a court of competentjurisdiction to be invalid,
void or unenforceable, such provision(s) will be stricken andthe remainder of this Agreementwillremain legal, valid, and binding.
The failure by either Party to exercise or enforce any right conferred by this Agreementwill not be deemed to be a waiver of any
such right or to operate so as to bar the exercise or enforcement of any such or other right on any later occasion. Except as
otherwise expresslystated in this Agreement, all rights and remedies stated in the Agreementare cumulative and in addition to
any otherrights and remedies available underthe Agreement, at Law, or in equity.

N. Publicity. Subjectto Customer’s prior written approval, which may not be unreasonably withheld or denied, in each instance,
and notwithstanding anything to the contrary in this Agreement, RingCentral may identify Customer as a customer (including
use of any Customer logo or trademark) and may refer to this Agreement during its earnings calls and in connection with its
business deals, press releases, and marketing and/or promotional materials.

O. Execution. Each Party represents and warrants that: (a) it possesses the legal right and capacity to enter into the Agreement
and to perform all of its obligations thereunder; (b) the individual signing the Agreementand (each executable part thereof) on
that Party's behalfhas full power and authorityto execute and deliverthe same; and (c) the Agreementwill be a binding obligaton
of that Party. Each Party agrees that an Electronic Signature, whether digital or encrypted, is intended to authenticate this
Agreementandto have the same force and effect as manual signatures.

P. Counterparts. This Agreementmaybe executed electronicallyand in separate counterparts each ofwhich when taken together
will constitute one in the same original.

Q. Survival. The rights and obligations of either Party that by their nature would continue beyond the expiration or termination of
this Agreement or an Order Form will survive expiration or termination of this Agreement or the Order Form, including without
limitation paymentobligations, warranty disclaimers, indemnities, limitations of liability, definitions and miscellaneous.

R. Family Education Rights and Privacy Act (FERPA). Customer Contentwhen in-transiton the RingCentral Network and when
at-rest within RingCentral Data Centers may contain communications and/or educational records pertaining to students in

Master Services Agreement Page 7 of 20



connection with the performance of the Services pursuantto the Agreement. RingCentral shall only use or disclose such
Customer Content as is reasonably necessary to provide the Services or for RingCentral to otherwise perform its obligatons
underthe Agreement.
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EXHIBIT A
DEFNITIONS

Definitions. Capitalized terms used in this Agreementbutotherwise notdefined have the following meaning:

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

“Account” means the numbered accountestablished with RingCentral and associated with Customer and the Services provided to
Customer under this Agreement. For billing and convenience purposes, multiple services, DigitalLines, or End Users maybe in cluded
in a single billing account, and/or a single Customer mayhave multiple billing accounts encompassing differentgeographic locations,
business units, or other designations as requested by Customer and accepted by RingCentral.

“Account Administrator” means the person(s) whohave been granted authorityby Customerto setup,amend, or otherwise control
settings and/or make additional purchases for the Account via the Administrative Portal. Account Administrators may have varying
levels of Account rights, skills, or permissions.

“Account Data” means:anybusiness contactinformation provided with the Account; RingCentral-generated logs of calling or other
metadata developed or collected in the provision of the Services; configuration data; and records of Digital Lines and any Services
purchased underthis Agreement.

“Administrative Fees” means any administrative recovery fees, 911 cost recovery fees and the like separately charged by
RingCentral to Customer.

“Administrative Portal” means the online administrative portal through which Account Administrators control settings and/or make
additional purchases for the Account.

“Affiliate(s)” means a person or entity that is controlled by a Party hereto, controls a Party hereto, or is under common control with
a Party hereto, and “control” means beneficial ownership of greater than fifty percent (50%) of an entity’s then-outstanding voting
securities orownership interests.

“Attachment(s)” means documents appended to the contract containing additional terms for products and Services. Attachments
and the terms and conditions contained therein are partof this Agreement.

“Confidential Information” means anyinformation disclosed by or on behalf of the Disclosing Party) to the Receiving Party that
should reasonablybe considered as confidential given the nature ofthe informationand the circumstances surrounding its dis closure.

“Customer Care” means Customer supportoperations delivered by RingCentral and/or its subcontractors.

“Customer Content” means the content of calls, facsimiles, SMS messages, voicemails, voice recordings, shared files,
conferences, or other communications transmitted or stored through the Services.

“Digital Line” means a phone number assigned to an End User or a specifically designated location (e.g., conference room) and
the associated voice service for inbound and outbound calling that permits an End User generallyto make and receive calls to and
from the public switched telephone network as well as to and from other extensions within the same Account.

“Disclosing Party” means the Party disclosing Confidential Information or on whose behalf Confidential Information is dis closed by
such Party’s agents, including butnotlimited to, its Affiliates, officers, directors, employees, and attorneys.

“Electronic Signatures” means an electronic sound, symbol, or process, including clicking a digital button to accept, attached to or
logicallyassociated with a contract or otherrecord and executed or adopted by a person with the intentto sign the record.

“End Point” means an application or device through which any End-User might access and/or use any of the Services, including
withoutlimitation IP Desk Phones, Desktop Clients, Web Clients, Mobile Applications, and Software Integrations.

“End User” means an individual user to whom Customer makes the Services available, and may be a natural person, and may
include butis not limited to Customer’s employees, consultants, clients, external users, invitees, contractors, and agents.

“Helpdesk Support” shall meanthe performance ofthe following tasks:

»  Standard feature/functionality (“how to”) supportfor End Users (i.e. call forwarding, voice mail set-up, etc.).
»  Standard managementofthe Admin Interface within the product.

«  Supportall moves, adds, changes, and deletes ofemployees.

“Indemnifiable Amounts” means all (X) damages and other amounts awarded against the Indemnified Party by a court of
competentjurisdiction pursuantto a final judgmentin connection with such Third-Party Claim; (Y) any amounts payable by the
Indemnified Party or its Affiliates pursuantto a binding, written agreementsettling the Third Party Claim, provided such ag reement
is approved in advance in writing by the Indemnifying Party; and (Z) all reasonable costs and expenses paid to third parties by the
Indemnified Party or its Affiliates in connection with the Indemnified Party’s orits Affiliates’ attorneys’ fees and related expenses.

“Indemnifying Party” and “Indemnified Party” have the meanings setforth in Section 11(C) (Defense and Indemnification
Procedures).

“Initial Term” has the meaning setforthin Section 2(D) (Services Term).

Master Services Agreement Page 9 of 20



20.

21.

22.

23.

24.
25.

26.
27.

28.

29.
30.
31.

“Intellectual Property Rights” or “IP Rights” means allcommon law and statutory rights (whether registered or unregistered, or
recorded or unrecorded, regardless of method) arising out of or associated with: (a) patents and patent applications, inventi ons,
industrial designs, discoveries, business methods, and processes; (b) copyrights and copyright registrations, and “moral” rights; (c)
the protection of trade and industrial secrets and Confidential Information; (d) other proprietary rights relating to intangi ble property;
(e) trademarks, trade names and service marks; (f) a person’s name, likeness, voice, photograph or signature, including without
limitation rights of personality, privacy, and publicity; (g) analogous rights to those setforth above; and (h) divisions, c ontinuations,
continuations-in-part, renewals, reissuances and extensions ofthe foregoing (as applicable).

“Law” means any law, statute, regulation, rule, ordinance, administrative guidance, treaty or convention, or court or administrative
order or ruling of any governing Federal, State, local or non-U.S. governmental bodywith jurisdiction over the Services.

“Order Form(s)” means arequestfor Service describing the type and quantity of Services required by Customer and submitted and
accepted by the Parties in accordance with Section 2(A) (Ordering Services). The Order Form may be presented and executed via
the Administrative Portal.

“Receiving Party” means the Party or its agents, including, but not limited to its Affiliates, officers, directors, employees, and
attorneys receiving Confidential Information.

“Renewal Term” has the meaning setforth in Section 2(D) (Services Term).

“RingCentral Network” means the network and supporting facilities between and among the RingCentral points of presence
(“PoP(s)”), up to and including the interconnection point between the RingCentral's network and facilities, and the public Internet,
and the Public Switched Telephone Network (PSTN). The RingCentral Network does not include the public Internet, a Customer’s
own private network, or the PSTN.

“Service(s)” means all services provided under this Agreementand setforth in one or more Order Form(s).

“Start Date” means the date so identified in the relevant Order Form or the date on which Customer orders Services via the
Administrative Portal.

“Taxes” means anyand all federal, state, local, municipal, foreign, and other taxes and fees charged or collected from Customers,
including butnot limited to any Universal Service Fund, TRS and 911 taxes and fees.

“Term” means the Initial Term plus any Renewal Terms.
“Third Party Claim” has the meaning setforth in Section 11(A) (Indemnification by RingCentral).

“Use Policy” refers to any of the policies identified in Section 5(B) (Use Policies).
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ATTACHMENT A
SERVICE ATTACHMENT - RINGCENTRAL MVP SERVICES

This Service Attachment is a part of the Master Services Agreement (the “Agreement”) that includes the terms and conditions agreed
by the Parties under which RingCentral will provide to the Customer the RingCentral MVP Services as described under the applicable
Order Form (the “Services”).

1. Service Overview

The Services are a cloud-basedunified communications service thatincludes enterprise-class voice, fax, call handling, mobile apps,
and bring-your-own-device (BYOD) capabilitythat integrates with a growing listof applications.

The Services include:

e \oice Services, including extension-to-extension callingand the abilityto make and receive calls to and from the public switched
telephone network (PSTN)

e \ideo and audio-conferencing service, including screen sharing

e Collaboration Tools, includingOne-to-One and Team Chat, File Sharing, task management, SMS/Texting (where available), and
other innovative tools

The Services may be accessed from avariety of user End Points, including IP Desk Phones, Desktop Clients, Web Clients, Mobile
Applications, and Software Integrations.

2. RingCentral MVP Purchase Plans

A. Tiers of Service. The Services are made available in several pricing tiers, which are described more fully at
https ://www.ringcentral.com/office/plansandpricing.html. While RingCentral offers unlimited monthly plans for some of its
products and services, RingCentral Services are intended for regular business use. “Unlimited” use does not permit any use
otherwise prohibited by the Acceptable Use Policy, available at https://www.ringcentral.com/legal/acceptable-use-policy.html,
including trunking, access stimulation, reselling ofthe Services, etc.

B. Minute and Calling Credit Bundles. Each planincludes anumberof Toll-Free minutes, per month, which are pooled to create
a single allotment of Toll-Free minutes available for the entire account. Core/Advanced/Ultra tier plans include a monthly
allotmentof 100/1000/10000toll free minutes per account, respectively. Overage charges of 3.9¢ per minute applyto calls made
in excess of allotment.

International Calling Credit Bundles can be purchased in addition to any base amount included with the purchased tier.
International External Calls are charged against Calling Credits on the Accountper destination rates, or as overage once Calling
Credits are exceeded. Currently effective rates are available at https://www.ringcentral.com/support/international-rates.html.

Extension-to-Extension Calls within the Customer accountneverincur anyusage fee and are unlimited, exceptto the extent that
such calls are forwarded to another numberthatis not on the Customeraccount.

Additional Calling Credits maybe purchased through the Auto-Purchase feature, which can be selected for automatic purchase
invarious increments on the Administrative Portal. Auto-Purchase is triggered when the combined usage ofall End Users on an
Account exceeds the total Calling Credits orwhen End Users make calls with additional fees (e.g.,411).

Minute Bundles and Calling Credit Bundles expire at the end of month and cannot roll over to the following month. Auto -
Purchased Calling Credits expire twelve (12) months from date of purchase. Bundles maynotbe sold, transferred, assigned, or
appliedto any other customer.

C. Enhanced Business SMS Allotment and Pricing. Each planincludes anumberof SMS pereach user, per month, which are
pooled to create a single allotment of SMS available to the entire account. Core/Advanced/Ultra tier plans include a monthly
allotmentof25/100/200 SMS, per userrespectively. Each SMS sentorreceived will be deducted from the pool of available SMS
onthe account. Overage charges applyto SMS sentor receive in excess of allotmentand will be charged atthe then -applicable
rates, available at https://www.ringcentral.com/support/new-sms-rates.htm|. Additional SMS bundles are available for purchase
at discounted prices. Customer mustsuccessfullyregister phone numbers with the SMS registar prior to using SMS. RingCental
may attemptto deliver SMS sent from unregistered phone numbers atits discretion, however unregistered SMS are excluded
from the monthly allotment and any purchased SMS bundles, and will be charged at then -applicable unregistered SMS rates,
available at https://iwww.ringcentral.com/support/new-sms-rates.html.

3. Operator Assisted Calling, 311,511 and other N11 Calling

RingCentral does notsupport0+ or operator assisted calling (including, withoutlimitation, collectcalls, third party billing calls, 900,
or other premium line numbers or calling card calls). The Services may nhot support 211, 311,411,511 and/or N11 calling. To the
extent they are supported, additional charges mayapply for these calls.

4. Directory Listing Service

RingCentral offers directory listing (the “Directory Listing Service”). If Customer subscribes to the Directory Listing Service,
RingCentral will share certain Customer Contact Data with third parties as reasonably necessaryto include in the phone directory
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(“Listing Information”). This information may include, but is not limited to, Customer’s company name, address, and phone
numbers. Customer authorizes RingCentral to use and disclose the Listing Information for the purpose of publishingin,and ma king
publiclyavailable through, third-party directory listing services, to be selected by RingCentral or third-party service providers in their
sole discretion. Customer acknowledges and agrees that by subscribing to the Directory Listing Service, Customer’s Listing
Information mayenter the publicdomain and thatRingCentral cannotcontrol third parties’ use of such information obtained through
the Directory Listing Service.

A. Opt Out. Customer may opt out of the Directory Listing Service at any time; however, RingCentral is not obligated to have
Customer’s Listing Information removed from third-party directory assistance listing services that have already received
Customer’sinformation.

B. No Liability. RingCentral will have no responsibility or liability for any cost, damages, liabilities, or inconvenience caused by
calls made to Customer’s telephone number; materials sent to Customer, inaccuracies, errors or omissions with Listing
Information; or any other use of such information. RingCentral will not be liable to Customer for any use by third parties of
Customer’s Listing Information obtained through the Directory Listing Service, including without limitation the use of such
information after Customer has opted out of the Directory Listing Service.

RingCentral Global MVP or RingCentral Global Office. RingCentral Global MVP (which is also known as RingCentral Global
Office and references inthe Service Descriptionto Global MVP shall alsoreferto Global Office) provides a single communicatons
system to companies that have offices around the world, offering localized service in cou ntries for which Global MVP is available.
Additional information related to Global MVP Services is available at http://www.ringcentral.com/legal/policies/global-office-
countries.html. This section sets forth additional terms and conditions concerning RingCentral’s Global MVP for customers that
subscribe toit.

A. Emergency Service Limitations for Global MVP. RingCentral provides access to Emergency Calling Services in many, but
not all, countries in which RingCentral Global MVP is available, allowing End Users in most countries to access Emergency
Services. EmergencyServices may only be accessedwithin the country in which the Digital Line is assigned, e.g.,an End User
with a Digital Line assigned in Ireland maydial Emergency Services only within Ireland. Access to EmergencyCalling Services
in RingCentral Global MVP countries, where available, is subject to the Emergency Services Policy, available at
https ://www.ringcentral.com/legal/emergency-services.html. Customer must make available and will maintain at all times
traditional landline and/or mobile network telephone services that will enable End Users to call the applicable Emergency
Services humber. Customer maynot use the RingCentral Services in environments requiring fail -safe performance orin which
the failure ofthe RingCentral Services could lead directlyto death, personal injury, or severe physical or environmental damage.

B. Global MVP Provided Only in Connection with Home Country Service. RingCentral provides Global MVP Service only in
connection with Services purchased in the Home Country. RingCentral may immediately suspend or terminate Customer’s
Global MVP Services if Customer terminates its Digital Lines in the Home Country. All invoicing for the Global MVP Services
will be done in the Home Country on the Customer’s Account, together with other Services purchased under this Agreement,
using the Home Country’s currency. Customer mustat all times provide a billing address located in the Home Country.
RingCentral will provide all documentation, licenses, and services in connection with the Global MVP Service in English;
additional language supportmaybe provided at RingCentral’s sole discretion.

C. Primary Place of Use of Global MVP Service. Customerrepresents and warrants thatthe primaryplace of use of the Global
MVP Services will be the country in which the Digital Line is assigned, e.g., an End Userwith a Digital Line assigned in Ireland
will primarilyuse that Digital Line in Ireland.

D. Relationships with Local Providers. In connection with the provision of RingCentral Global MVP Services, RingCentral relies
on local providers to supply certain regulated communication services; for example (i) for the provision of local telephone
numbers within local jurisdictions; (ii) to enable you to place local calls within local jurisdictions; and (iii) to enable you to receive
calls from non-RingCentral numbers on Customer’s Global MVP telephone number(s), by connecting with the local public
switched telephone network. Customer hereby appoints RingCentral as Customer’s agent with power of attorney (and such
appointmentis coupled with an interestand is irrevocable during the Term) to conclude and enter into agreements with such
local providers on Customer’s behalf to secure such services. RingCentral’s locally licensed affiliates provide all
telecommunications services offered to Customer within the countries in which such affiliates are licensed; in some cases,
RingCentral may obtain services from locally licensed providers on Customer’s behalf. RingCentral is responsible for all
contracting, billing, and customer care related to those services. Customer is responsible for providing RingCentral with all
information necessaryfor RingCentral to obtain numbers in Global MVP countries.
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Additional Services. RingCentral offers add-on services for the Services (where available), which are described at
https ://www.ringcentral.com/legal/microsoft-teams-services-attachment.html. Additional terms or charges may apply, depending on

the selected features.

Bring Your Own Carrier (BYOC) Services. RingCentral offers a software-as-a-service in which customers provide and maintain
their own local telecommunications services, which maybe connected to RingCentral's cloud PBX, videoconferencing, and team
messaging services. BYOC and additional terms are described and available at https://www.ringcentral.com/legal/BYOC-service-

description.html.

Definitions. Terms used herein but not otherwise defined have the meanings ascribed to them in the Agreement. For purposes of
this Service Attachment, the following terms have the meanings setforth below:

A.

“Digital Line” means a phone number assigned to an End User or a specifically designated location (e.g., conference room)
and the associated voice service forinbound and outbound calling thatpermitsthe End User generallyto make and receive calls
to and from the public switched telephone network as well as to and from other extensions within the same Account.

“End Point” means an applicationor device through which any End-User mightaccess and/or use anyofthe Services, including
withoutlimitation IP Desk Phones, Desktop Clients, Web Clients, Mobile Applications, and Software Integrations.

“Extension-to-Extension Calls” means calls made and received between End Points on the Customer Account with
RingCentral, regardless of whether the calls are domestic orinternational.

“External Calls” means calls made to or received from external numbers onthe PSTN that are not on the Customer Account
with RingCentral.

“Home Country” means the United States or the country that is otherwise designated as Customer’s primaryor home country
in the Order Form.
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ATTACHMENT B
RINGCENTRAL SECURITY ADDENDUM
Scope

This documentdescribes the Information SecurityMeasures (“Measures”) thatRingCentral has in place whenprocessing Protected
Data through RingCentral Services.

Definitions

For purposes of this Security Addendum only, capitalized terms, not otherwise defined herein, have the meaning set forth in the
Agreement.

A. “Ring Central Services”, or “Services”, means services offered by RingCentral and acquired by the Customer.
B. “Customer” means the entity that entered into the Agreementwith RingCentral.

C. “Protected Data” means Customer and partner data processed by RingCentral Services, as defined in the applicable
RingCentral DPA or Agreement, including “personal data” and “personal information” as defined by applicable privacy laws,
confidential data as defined in the Agreement, account data, configuration data, communication content including messages,
voicemail, and video recording.

D. “Agreement” means the agreementin place between RingCentral and the Customer for the provision of the Services.
E. “Personnel” means RingCentral employees, contractors or subcontracted Professional Services staff.
Information Security Management
A. Security Program
RingCentral maintains a written information securityprogram that:

i. Includes documented policies or standards appropriate to govern the handling of Protected Data in compliance with the
Agreementand with applicable law.

ii. Is managedbya senioremployee responsible for overseeing and implementing the program.

iii. Includes administrative, technical, and physical safeguards reasonablydesigned to protectthe confidentiality, integrity, and
availability of Protected Data.

iv. Is appropriate to the nature, size, and complexity of RingCentral’s business operations.
B. Security Policy Management
RingCentral’s securitypolicies, standards, and procedures:
i. Align with information securityestablished industrystandards.
ii. Are subjectto ongoing review.
iii. May be revisedto reflect changes inindustrybestpractices.
C. Risk Management
RingCentral:
i. Performs cybersecurityriskassessmentsto identify threats to theirbusiness or operations atleastannually.

ii. Updates RingCentral policies, procedures and standards as needed to address threats to RingCentral’s business or
operations.

Independent security assessments
A. External Audit
RingCentral:

i. Uses qualified independent third-party auditors to perform security audits covering systems, environments, and networks
where Protected Datais processed, including

a. SOC2 Type I
b. IES/ISO 27001.

ii. maintains additional audits and compliance certifications as appropriate for RingCentral’s business and as identified at
www.ringcentral.com/trust-center.html.

B. Distribution of Reports
Copies ofrelevant auditreports and certifications:

i.  Will be provided to Customeron request.
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ii. Are subjectto Non-Disclosure Agreement.
Annual Risk Assessment Questionnaire

Customer may, on one (1) occasion within any twelve (12) month period, reque st that RingCentral complete a third-party risk
assessmentquestionnaire within areasonable time frame.

In case of conflict between this section and the equivalentsection in the RingCentral DPA, the DPA takes precedence.

5. Human Resource Security

A.

Background Checks

RingCentral requires pre-employment screenings of all employees. RingCentral ensures criminal background searches on its
employees to the extent permitted by law. Each background checkinthe US includes:

i.  An identity verification (SSN trace).

ii. Criminal historychecks for up to seven (7) years for felony and misdemeanors atthe local, state, and federal level, where
appropriate.

iii. Terrorist(OFAC) listsearch, as authorized by law.
Internationally, criminal historychecks are conducted as authorized by local law.

Background checks are conducted by a member of the National Association of Professional Background Screeners or a
competentindustry-recognized companyin the local jurisdiction.

Training

RingCentral will ensure thatall employees including contractors:

i. Complete annual training to demonstrate familiaritywith RingCentral’s securitypolicies.

ii. Complete annualtraining for securityand privacy requirements, including CyberSecurityawareness, GDPR, and CCPA.
iii. Have the reasonable skilland experience suitable foremploymentand placementin a position of trustwithin RingCentral.
Workstation Security

RingCentral ensures that:

i. RingCentral employees either use RingCentral owned and managed devices in the performance of their duties or Bring
Your Own Device (BYOD) device.

ii. All devices, whether RingCentral owned and managed or Bring Your Own Device (BYOD) device, are enrolled in the full
RingCentral managed device program.

Data Loss Prevention

RingCentral employs a comprehensive system to prevent the inadvertent or intentional compromise of RingCentral data and
Protected Data.

Due Diligence Over Sub-Contractors
RingCentral will:
i. maintainasecurityprocess to conduct appropriate due diligence prior to engaging sub -contractors.

ii. assess the securitycapabilities ofany such sub-contractors on a periodic basis to ensure subcontractors’ abilityto comply
with the Measures described in this document.

iii. apply written information security requirements that oblige sub-contractors to adhere to RingCentral’s key information
security policies and standards consistentwith and no less protective than these Measures.

Non-Disclosure

RingCentral ensures thatemployees and contractors/sub-contractors who process Protected Data are bound in writing by
obligations of confidentiality.

6. Physical Security

A.

General

RingCentral:

i. Restricts accessto, controls,and monitors all physicalareas where RingCentral Services process Protected Data (“Secure
Areas”).

ii. Maintains appropriate physical securitycontrols on a 24-hours-per-day, 7-days-per-week basis (“24/7”).

iii. Revokes any physical access to Secure Areas promptlyafter the cessation ofthe need to access buildings and system(s).
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iv. Performs review of access rights on at leastan annual basis.
Access and Authorization Processes

RingCentral maintains a documented access authorization and logging process. The authorization and logging process will
include at minimum:

i. Reports detailing all accessto Secure Areas, including the identities and dates and times ofaccess.
ii. Reportsto be maintained for at leastone year as allowed by law.

iii. Video surwveillance equipmentto monitor and record activity at all Secure Areas entry and exit points on a 24/7 basis to the
extent permitted by applicable laws and regulations.

iv. Video recording to be maintained for at least30 days or per physical location provider’s policies.
Data Centers

To the extent that RingCentral is operating or using a data center, RingCentral ensures that physical security controls are in
alignmentwith industrystandards such as ISO 27001 and SSAE 16 or ISAE 3402 or similar standard including:

i. Perimetersecurityincluding fencing/barriers and video surveillance.

ii. Secureaccess including securityguard/reception.

iii. Interior access controlled through RFID cards, 2FA, anti-tailgating controls.

iv. Redundantutility feeds and supportfor continuous deliverythrough backup systems.

v. Redundantnetwork connection from multiple providers.

7. Logical Security

A.

User Identification and Authentication
RingCentral:

i. Maintains a documented user management lifecycle management process that includes manual and/or automated
processes for approved account creation, account removal and account modification for all Information Resources and
across all environments.

ii. EnsuresthatRingCentral usershave anindividual accounts for unique traceability.

iii. Ensures that RingCentral users do notuse shared accounts;where shared accounts are technicallyrequired controls are
in place to ensure traceability.

iv. RingCentral userpasswords are configured aligned with currentNIST guidance.

For the customer facing applications, Customers maychoose to integrate with SSO (Single Sign on) so that Customer retains
control over their required password settings including Customer’s existing MFA/2FA solutions.

User Authorization and Access Control
RingCentral:

i. Configures remote access to all networks storing or transmitting Protected Data to require multi-factor authentication for
such access.

ii. Revokes access to systems and applications that contain or process Protected Data promptly after the cessation of the
needto access the system(s) or application(s).

iii. Has the capability of detecting, logging, and reporting access to the system and network or attempts to breach security of
the system or network.

RingCentral employs access control mechanisms thatare intended to:

i. Limit access to Protected Data to only those Personnel who have a reasonable need to access said data to enable
RingCentral to perform its obligations under the Agreement.

ii. Prevent unauthorized access to Protected Data.
iii. Limitaccess tousers whohave a businessneed to know.
iv. Followthe principle ofleastprivilege, allowing accessto only the information and resources thatare necessary.

v. Perform review access controls on a minimum annual basis for all RingCentral’s systems that transmit, process, or store
Protected Data.
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8. Telecommunication and Network Security

A.

Network Management
RingCentral:

i. Maintains network security program that includes industry standard firewall protection and two-factor authentication for
access to RingCentral’s networks.

ii. Deploys anIntrusion Detection Systems (IDS) and/or Intrusion Prevention Systems (IPS) to generate, monitor, and res pond
to alerts which could indicate potential compromise ofthe network and/or host.

iii. Monitors web traffic from the Internet and from internal sources to detect cyber-attacks including Distributed Denial of
Service (DDoS) attacks againstweb sites /services and to block malicious traffic.

Network Segmentation

RingCentral:

i. Implements network segmentation between the corporate enterprise network and hosting facilities for Services.
ii. Ensures separation between environments dedicated to development, staging, and production.

iii. Restricts access between environments to authorized devices.

iv. Controls configuration and management of network segregation and firewall rules through a formal request and approwal
process.

Network Vulnerability Scanning

RingCentral:

i.  Runsinternal and external network vulnerability scans againstinformation processing systems atleastquarterly.
ii. Evaluates findings based on (where applicable) CVSS score and assessmentofimpact, likelihood, and severity.

iii. Remediatesfindings following industrystandard timelines.

9. Operations Security

A.

Asset Management
RingCentral:
i.  Maintains an accurate and current assetregister covering hardware and software assets used for the delivery of services.
ii. Maintains accountabilityof assets throughouttheir lifecycle.
iii. Maintains processes to wipe or physically destroyphysical assets prior to their disposal.
Configuration Management
RingCentral:
i. Maintains baseline configurations ofinformation systems and applications based on industrybestpractices including:
a. Removal of all vendor-provided passwords.
b. Remove/disable unused services and settings.
c. Anti-malware/endpointprotection as technicallyfeasible.
ii. Enforces securityconfiguration settings for systems used in the provision of the Services.
iii. Ensures thatclocks of all information processing systems are synchronized to one of more reference time sources.
Malicious Code Protection

i. To the extent practicable, RingCentral has endpoint protection in place, in the form of Endpoint Detection and Response
(EDR) and/or antivirus software, installed and running on servers and workstations.

ii. EDR alerts are monitored, and immediate action is taken to investigate and remediate anyabnormal behavior.

iii. Where used, antivirus software will be currentand running to scan forand promptlyremove or quarantine viruses and other
malware on Windows servers and workstations.

Vulnerability, Security Patching
RingCentral:
i.  Monitors for publiclydisclosed winerabilities and exposures forimpactto Supplier’s information systems and products.

ii. Ensures qualityassurance testing of patches priorto deployment.
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iii. Ensures thatall findings resulting from network wulnerability scanning and relevant publicly disclosed wlnerabilities and
exposures are remediated according to industrybestpractices, including CVSS score and assessmentofimpact, likelihood
and severity and are remediated following industrystandard timelines.

Logging and Monitoring
RingCentral shall ensure that:

i. All systems,devices or applications associated with the access, processing, storage, communication and/or transmission
of Protected Data, generate auditlogs.

ii. Access to Protected Data is logged.
iii. Logs include sufficientdetail thatthey can be used to detect significantunauthorized activity.
iv. Logs are protected againstunauthorized access, modification, and deletion.

v. Logs aresentto a centralized location for aggregation and monitoring.

10. Software Development and Maintenance

A.

Secure Development Lifecycle
RingCentral:
i. Applies secure developmentlifecycle practices, including, during design, development, and testcycles.
ii. Ensuresthatproducts are subjectto securitydesign review including threatconsiderations and data handling practices.
iii. Ensures thatServices are subjectto a secure release review priorto promotion to production.
Security Testing
As part of the secure developmentlifecycle, RingCentral:
i. Performs rigorous securitytesting, including, as technicallyfeasible:

a. staticcode analysis.

b. sourcecode peerreviews.

c. dynamicand interactive security testing.

d. securitylogic, or security “QA” testing.

ii. Ensures that Internet-facing applications are subject to application security assessment reviews and testing to identify
common security wlnerabilities as identified by industry-recognized organizations (e.g., OWASP Top 10 Vulnerabilities,
CWE/SANS Top 25 wulnerabilities).

iii. For all mobile applications (i.e. running on Android, Blackberry, iOS, Windows Phone) that collect, transmit or display
Protected Data, conducts an application security assessment review to identify and remediate industry-recognized
wulnerabilities specificto mobile applications.

iv. Does NOT use Protected Data for testing.

v. Makes allreasonable effortto identify and remediate software wulnerabilities priorto release.
Annual Penetration Testing

RingCentral:

i. Engages qualified,independentthird-partypenetration testers to perform annual penetration testagainstits Products and
environments where Protected Data is hosted.

ii. Requires sub-processors to perform similar penetration testing againsttheir systems, environments, and networks.
iii. Ensures remediation ofall findings ina commerciallyreasonable period oftime.

Product Vulnerability Management

RingCentral:

i. Usescommerciallyreasonable efforts to regularlyidentify software securitywulnerabilities in RingCentral Services.

ii. Provides relevant updates, upgrades, and bug fixes for known software security vulnerabilities, for any software provided
or in which any Protected Data is processed.

iii. Ensures that all findings resulting from internal and external testing are evaluated according to industry best practices,
including CVSS score and assessment of impact, likelihood and severity and are remediated following industry standard
timelines.
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Open Source and Third-Party Software
RingCentral:
i. Maintains an assetregistryofall third-party software (TPS) and open-source software (OSS) incorporatedinto the Services.

ii. Uses commercially reasonable efforts to ensure the secure development and security of open-source software and third-
party software used by RingCentral.

iii. Uses commerciallyreasonable efforts to evaluate, track and remediate wilnerabilities of open-source software (OSS) and
other third-party libraries thatare incorporated into the Services.

11. Data Handling

A.

Data Classification

RingCentral maintains data classification standards including:

i. Publicdata, data thatis generallyavailable or expected to be known to the public.

ii. Confidential data, datathat is not available to the general public.

Protected Data s classified as RingCentral Confidential Data.

Data Segregation

RingCentral:

i. Ensures physical orlogical segregation of Protected Data from other customers’ data.
ii. Ensures physical separation and access control to segregate Protected Data from RingCentral data.
Encryption of Data

RingCentral:

i.  Shall ensure encryption of Protected Data in electronic form in transitover all public wired networks (e.g., Internet) and all
wireless networks (excluding communication over Public Switch Telephone Networks).

ii. Excepting the Engage Communities feature of Engage Digital, shall ensure encryption of Protected Data in electronic form
when stored at rest.

iii. Uses industry standard encryption algorithms and key strengths to encrypt Protected Data in transit over all public wired
networks (e.g., Internet) and all wireless networks.

Destruction of Data
RingCentral shall:
i. Ensurethe secure deletion of data whenit is no longer required.

ii. Ensurethatelectronic mediathathas been usedinthe deliveryofServices to the Customerwillbe sanitized before disposal
or repurposing, using a process thatassures data deletion and prevents data from being reconstructed orread.

iii. Destroyanyequipmentcontaining Protected Data that is damaged or non-functional.

12. Incident Response

RingCentral’s incident response capability is designed to comply with statutory and regulatory obligations governing incident
response. As such, RingCentral:

A.

D.

Maintains an incidentresponse capabilityto respond to events potentiallyimpacting the confidentiality, integrityand/or availability
of Services and/or data including Protected Data.

Has a documented incidentresponse plan based on industrybestpractices.

Has a process for evidence handling that safeguards the integrity of evidence collected to including allowing detection of
unauthorized access to.

Will take appropriate steps and measures to complywith statutory and regulatory obligations governing incidentresponse.

When RingCentral learns of or discovers a security event which impacts Protected Data, RingCentral will notify Customer without
undue delay and will take commerciallyreasonable stepstoisolate, mitigate, and/or remediate such event.

13. Business Continuity and Disaster Recovery

A.

Business Continuity
RingCentral:

i. Ensures that responsibilities for service continuity are clearly defined and documented and have been allocated to an
individual with sufficientauthority.
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ii. Hasabusinesscontinuityplan (BCP) in place designed to provide ongoing provision ofthe Services to Customer.

iii. Develops, implements, and maintains a business continuity management program to address the needs of the business
and Services provided to the Customer. To that end, RingCentral completes a minimum level of business impactanalysis,
crisis management, business continuity, and disaster recovery planning.

iv. Ensures thatthe scope ofthe BCP encompasses all relevantlocations, personnel and information systems used to provide
the Services.

v. Ensure thatits BCP includes, butis notlimited to, elements such location workarounds, application workarounds, vendor
workarounds, and staffing workarounds, exercised atminimum annually.

vi. Reviews,updates, andtests the BCP atleastannually.
B. Disaster Recovery
RingCentral:

i. Maintains a disaster recovery plan, which includes, but is not limited to, infrastructure, technology, and system(s) details,
recovery activities, and identifies the people/fteams required for such recovery, exercised at leastannually.

ii. Ensures thatthe disasterrecovery plan addresses actions that RingCentral will take in the event of an extended outage of
service.

iii. Ensures thatits plans addressthe actions and resources required to provide for (i) the continuous operation of RingCentral,
and (ii) in the event of an interruption, the recovery of the functions required to enable RingCentral to provide the Service s,
including required systems, hardware, software, resources, personnel, and data supporting these functions.
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