
R S O C  S E RV I C E S

Real-time network security monitoring to detect and 
respond to network security events that may jeopardize 
Participating Entities and the residents of this state

Alerts and guidance for defeating security threats

Immediate response to counter security activity that exposes 
Participating Entities and the residents of this state to risk 
including remote and onsite cybersecurity incident responders

Policy and Planning to provide guidance on cybersecurity 
policies and plans to improve the cybersecurity posture of 
Participating Entities

Cybersecurity educational and awareness services to
assist participating entities in establishing and strengthening 
security practices, including developing model policies, and 
planning to assist Participating Entities in maturing their 
cybersecurity posture.

TO  L E A R N  M O R E ,  V I S I T
rsoc.utrgv.edu

R S O C  OV E RV I EW
The Texas Department of Information Resources (DIR) partners 
with public universities to operate Regional Security Operations 
Centers (RSOCs) to help protect government entities from cyber 
threats, such as hacking, malicious intrusion attempts, malware, 
data breaches, and much more.

RSOCs provide FREE MONITORING AND ALERTING using 
state-of-the-art tools and equipment that covers endpoints, 
servers, and systems.
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