DATAMARK®

Software as a Service Agreement

This Software as a Service (Saa8S) Agreement (the “Agreement”), by and between DATAMARK, a
division of Michael Baker International, Inc. (“Michael Baker”), Michael Baker is a Pennsylvania
corporation with offices located at 5 Hutton Centre Drive, Suite 500, Santa Ana, CA 92707

("DATAMARK?”) and San Bernardino County, (“Customer”), California with offices located at 1743
Miro Way, Rialto, CA 92376.

WHEREAS, Customer wishes to procure from DATAMARK the access and use of Validate-Edit-
Provision (VEP) software described herein, and DATAMARK wishes to provide such access and use of
VEP software to Customer, each on the terms and conditions set forth in this Agreement.

NOW, THEREFORE, in consideration of the mutual covenants, terms and conditions set forth herein,
and for other good and valuable consideration, the receipt and sufficiency of which are hereby

acknowledged, the parties agree that the following terms and conditions will apply to the software and
Related Materials provided under this Agreement and subscriptions placed thereunder.

1. VEP Software.

1.1. VEP Systems. Subject to and conditioned on Customer’s and its Authorized Users compliance
with the terms and conditions of this Agreement, during the Term, DATAMARK shall use
commercially reasonable efforts to provide to Customer and its Authorized Users access and use
of the DATAMARK VEP Software as described below, (collectively, the “VEP Software”), in
accordance with the Related Materials and terms and conditions hereof, including to host,
Mmanage, operate, and maintain the VEP Software for remote electronic access and use by
Customer and its Authorized Users.

The VEP Software is implemented using cloud native technology to provide capability for the
validating, editing, and provisioning of GIS data for public safety grade GIS data (the “VEP
Systems™). DATAMARK shall also provide to Customer and its Authorized Users, as it
becomes available, materials related to the access and use of VEP Software (e.g., “Related
Materials”). For example DATAMARK may provide Related Materials comprising
specifications, documentation, other information, other data, documents, materials, works, other
content, devices, methods, processes, hardware, other software and other technologies or
inventions, including any deliverables, descriptions (e.g., technical, functional, etc.),
requirements, plans, or reports, that are provided or used in connection with the VEP Software or
otherwise comprise or relate to the VEP Software or VEP Systems. “Documentation” includes
any manuals, instructions or other documents or materials that the DATAMARK provides or
makes available to Customer in any form or medium and which describe the functionality,
components, features or requirements of the VEP Software, such as any aspect of the installation,
configuration, integration, operation, use, support or maintenance thereof.

Maintenance and support of the VEP Software for access and use by Customer and its
Authorized Users will be in substantial conformity with the documentation and support based on
the Service Level Agreement and Maintenance Terms provided in Appendix B.
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1.2

1.3,

VEP Software and System Control. Except as otherwise expressly provided in this Agreement or

in the Service Level Agreement and Maintenance Terms provided in Appendix B, as between the
parties:

a) DATAMARK has and will retain sole control over the operation, provision, maintenance
and management of the VEP Software and Related Materials, including the: (I)
DATAMARK Systems; (ii) selection, deployment, modification and replacement of the
VEP Software; and (iii) performance of support, maintenance, upgrades, corrections and
repairs as described in Appendix B; and

b)  Allright, title and interest in and to the DATAMARK SaaS, including the VEP System,
VEP Sofiware, and Related Materials, including all Intellectual Property Rights therein,
are and will remain with DATAMARK and the respective rights holders in the Third-
Party Materials. Customer has no right, license or authorization with respect to any of
the DATAMARK Saa$ or Related Materials except as expressly set forth in Section 2
and 3 or the applicable third-party license. All other rights in and to the VEP System,
VEP Software, and the Related Materials are expressly reserved by DATAMARK and
the respective third-party licensors.

Changes. DATAMARK reserves the right, in its sole discretion, to make any changes to the VEP
Software and Related Materials that it deems necessary or useful.

2. DATAMARK Saa8S. The specific DATAMARK internet-accessible service identified in Schedule A

that provides use and access of DATAMARK’s VEP System and VEP Software that is remotely
hosted by DATAMARK and/or its network provider and made available to Customer over a network
on a term-use basis (‘“DATAMARK SaaS”).

2.1.

2.2

223

Authorization. DATAMARK hereby grants to Customer, during the Term, a non-exclusive, non-
assignable, worldwide right to access, use, display, and execute the VEP Systems solely for the
permitted Use by and through Authorized Users in accordance with the conditions and
limitations set forth in this Agreement and up to the number of seats as documented in Schedule
A. DATAMARK hereby grants a non-exclusive, non-assignable, worldwide right to access, use,
and display the VEP Software, and Related Materials. The grants herein are subject to and

conditioned on Customer’s payment of the Fees and compliance and performance in accordance
with all other terms and conditions of this Agreement.

Remote Host. Customer acknowledges that this Agreement is a SaaS agreement and

DATAMARK will not be delivering copies of the Software to Customer as part of this Saa$S
Agreement.

Customer Systems. Customer has and will retain sole control over the operation, maintenance
and management of, and all access to and use of, the Customer Systems, and sole responsibility
for all access to and use of the VEP Software and Related Materials by any Person by or through
the Customer Systems or any other means controlled by Customer or any Authorized User,
including any: (i) information, instructions or materials provided by any of them to the VEP
Software or DATAMARK SaaS; (ii) tesults obtained from any use of the DATAMARK SaaS$ or
Related Materials; and (iii) conclusions, decisions or actions based on such use.
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2.4. License from Customer. Subject to the terms and conditions of this SaaS Agreement, Customer
shall grant to DATAMARK a limited, non-exclusive and non-transferable license, to copy, store,
configure, perform, display and transmit Customer Content, such as data and materials provided
by Customer to DATAMARK for use in connection with the VEP Software, including, without
limitation, customer applications, data files, and graphics, within the VEP System solely as
necessary by DATAMARK to provide access and use of the VEP Software to Customer.

2.5. Customer Data; Resultant Data. As between Customer and DATAMARK, Customer is and will
remain the sole and exclusive owner of all right, title and interest in and to all Customer Data
and all Resultant Data, including all Intellectual Property Rights relating thereto, subject to the
rights and permissions granted in Section 10.3 hereto.

2.5.1. Consent to Use Customer Data, Resultant Data. Customer hereby irrevocably grants all
such rights and permissions in or relating to Customer Data and Resultant Data: (a)to
DATAMARK, its Subcontractors and the DATAMARK Personnel as are necessary or
useful to perform the DATAMARK SaaS; and (b) to DATAMARK as are necessary or
useful to enforce this Agreement and exercise its rights and perform its hereunder.

2.6. Reservation of Rights. Except as expressly set forth in Section 2.1 hereto, nothing in this
Agreement grants any right, title or interest in or to, no license under any Intellectual Property
Rights in or relating to, the VEP Software, VEP System, Related Materials or Third Party
Materials, whether expressly, by implication, estoppel or otherwise. Subject to Section 3.1
hereto, all right, title and interest in and to the VEP Systems, VEP Software, the Related
Materials and the Third-Party Materials are and will remain with DATAMARK and the
respective rights holders in the Third-Party Materials.

2.7. Restrictions. Customer will not and shall not permit anyone access or use of the VEP Software
and Related Materials except as expressly permitted by this Agreement and, in the case of Third-
Party Materials, the applicable third-party license agreement. For purposes of clarity and without
limiting the generality of the foregoing, Customer shall not: rent, lease, lend, sell, license, assign,
distribute, publish, transfer or otherwise make available in whole or in any parts of the VEP
System, the VEP Software, or Related Materials, to any Person or entity, including on or in
connection with the internet or any time-sharing, service bureau, software as a service, cloud or
other technology or service; access or use the subscription, VEP System, VEP Software, or the
Related Materials for purposes of competitive analysis, the development, provision or use of a
competing software service or product or any other purpose that is to DATAMARK s detriment
or commercial disadvantage; or otherwise access or use the VEP System, VEP Software, or the

Related Materials beyond the scope of the authorization granted under the terms of the Saa$
Agreement.

2.8. Geographic Use. Customer shall only use the VEP Software for the geographic area for which
its contract applies. Any use outside the geographic area will result in additional licensing fees.

3. Service Levels. The Service Level and Maintenance Agreement for the DATAMARK SaaS, the
access and use of the VEP Software and VEP Systems is provided in Appendix B.
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4. Customer Obligations.

4.1. Customer Systems and Cooperation. Customer shall at all times during the Term: (a) set up,
maintain and operate in good repair and in accordance with the Related Materials all Customer
Systems on or through which the VEP Software is accessed or used; (b) provide DATAMARK
Personnel with such access to Customer’s premises and Customer Systems as is necessary for
DATAMARK to perform the DATAMARK Saa$ in accordance with the SLA of Appendix B
and Related Materials; and (c) provide all cooperation and assistance as DATAMARK may
reasonably request to enable DATAMARK to exercise its rights and perform its obligations
under and in connection with this SaaS Agreement.

4.2. Effect of Customer Failure or Delay. DATAMARK is not responsible or liable for any delay or
failure of performance caused in whole or in part by Customer’s delay in performing, or failure

to perform, any of its obligations under this Agreement (each, a “Customer Failure™).

4.3. Corrective Action and Notice. If Customer becomes aware of any actual or threatened activity
prohibited by Section 2.3, Customer shall, and shall cause its Authorized Users to, immediately:
(2) take all reasonable and lawful hereto measures within their respective control that are
necessary to stop the activity or threatened activity and to mitigate its effects (including, where
applicable, by discontinuing and preventing any unauthorized access to the DATAMARK Saa$
and Related Materials and permanently erasing from their systems and destroying any data to

which any of them have gained unauthorized access); and (b) notify DATAMARK of any such
actual or threatened activity.

4.4. Audit. Customer gives DATAMARK unlimited rights to conduct an audit without advance notice
to ensure that additional users that do not have licenses are not accessing the system. The
DATAMARK SaaS may be suspended or terminated if DATAMARK believes, in its good faith
and reasonable discretion, that: (i) Customer or any Authorized User has failed to comply with,
any term of this Agreement, e.g., non-payment of fee, or accessed or used the DATAMARK
Saa$ beyond the scope of the rights granted, (e.g., mote individuals accessing system than
license paid for, etc.); (ii) Customer or any Authorized User is, has been, or is likely to be
involved in any fraudulent, misleading or unlawful activities relating to or in connection with any
of the DATAMARK SaasS; or (jii) this SaaS Agreement expires or is terminated.

5. Data Obligations.

5.1. Security Measures. DATAMARK will employ security measures in accordance with applicable
industry practice. The VEP Software secures and restricts data access to Customer Data and/or
Resultant Data through customized download and editing modules eliminating a need for
additional plugins or downloads. Access to the DATAMARK Saas$ is restricted to Authorized
Users only and no data is made publicly available. File level access or repository browsing are
transmitted through secure channels, including HTTPS security, and such capabilities are
secured and not exposed to any Customer, data files used with the VEP Software are scanned for

virus and malware, security performed in virtually isolated digital locations for safety from other
Customer Data and Resultant Data.

5.2. Customer Control and Responsibility. Customer has and will retain sole responsibility for: (a) all
Customer Data, including its content and use and any data that is not accurate; (b) all
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information, instructions and materials provided by or on behalf of Customer or any Authorized
User in connection with the DATAMARK SaaS; (c) Customer’s information technology
infrastructure, including computers, software, databases, electronic systems (including database
management systems) and networks, whether operated directly by Customer or through the use
of third-party services (“Customer Systems”); (d) the security and use of Customer’s and its
Authorized Users’ Access Credentials; and (e) all access to and use of the VEP Software, VEP
Systems, and Related Materials directly or indirectly by or through the customer systems or its
Authorized Users’ access credentials, with or without Customer’s knowledge or consent,
including all results obtained from, and all conclusions, decisions and actions based on, such
access or use. Customer will retain sole responsibility for prohibiting any actions to bypass or
breach any security or protection used by the VEP System and/or the VEP Software, by any
authorized user of Customer, or those that thereby access or use the VEP System and/or the VEP
Software, other than by an Authorized User through the use of his or her own then-valid Access
Credentials.

5.3. Data Breaches. DATAMARK shall implement and maintain a program for managing
unauthorized disclosure or exposure of Customer Data stored by or accessible through the VEP
Systems (“Data Breaches™), In the event of a Data Breach, or in the event that DATAMARK
suspects a Data Breach, DATAMARK shall (i) promptly notify Customer by telephone and (i1)
cooperate with Customer and law enforcement agencies, where applicable, to investigate and
resolve the Data Breach. DATAMARK shall give Customer prompt access to such records
related to a Data Breach as Customer may reasonably request; provided such records shall be
DATAMARK s Confidential Information pursuant to Section 8 (Nondisclosure), and
DATAMARK shall not be required to provide Customer with records belonging to, or
compromising the security of, it’s other customers.

5.4. Access and Security. Customer shall employ all physical, administrative and technical controls,
screening and security procedures and other safeguards necessary to: (a) securely administer the
distribution and use of all Access Credentials and protect against any unauthorized access to or
use of the DATAMARK Saa$; and (b) control the content and use of Customer Data, including
the uploading or other provision of Customer Data for Processing by the DATAMARK SaaS.
Customer shall prohibit any actions to input, upload, transmit or otherwise provide to or through
the VEP System, the VEP Software, or any of DATAMARK s computers or systems, any
information or materials that are unlawful or injurious, or contain, transmit or activate any
harmful code, back door or otherwise damage, destroy, disrupt, disable, impair, interfere with,
attempt to damage, interfere, or impede or harm in any manner the VEP System, the VEP
Software, any DATAMARK Systems or activities related to DATAMARK s provision of VEP
Software to any party, in whole or in part.

5.5. Suspension or Termination of Services. DATAMARK may suspend, terminate or otherwise deny
Customer’s, or any Authorized User’s access to or use of all or any part of the VEP Software or

Related Materials, without incurring any resulting obligation or liability, if DATAMARK
receives a judicial or other governmental demand or order that requires DATAMARK to do so.

6. Orders and Payments.

6.1. Orders. Customer shall order DATAMARK SaaS according to a Schedule (Schedule A of this
Agreement). All services acquired by Customer shall be governed exclusively by this Saa$
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6.2.

6.3.

6.4.

6.5.

Agreement and the applicable Schedule. A Customer contract number assigned to a SaaS
Agreement will be provided to DATAMARK, in writing, prior to the start of any work. Inthe
event of a conflict between the terms of a Schedule and this SaaS Agreement, the terms of the
Schedule A shall take precedence.

Invoice and Payment. The Customer agrees to pay DATAMARK the fees set forth in the
Schedule A at a rate of compensation according to the deliverable payment schedule stated in the
Schedule. DATAMARK shall invoice Customer for all fees on the Schedule effective date.
Customer shall pay all undisputed invoices within 30 days after Customer receives the invoice.
Except as expressly provided otherwise, fees are non-refundable.

Fee Increases. DATAMARK Fees defined in Schedule A of this Agreement are good for one (1)
year from the execution of this agreement unless otherwise specified. If additional users are

found to be accessing the system, DATAMARK shall invoice Customer for payment by billing
Customer for the additional users.

Payment. Customer shall pay all Fees and Reimbursable Expenses within thirty (30) calendar
days after the date of the invoice therefor. Customer shall make payments to the address or

account specified in Schedule A or such other address or account as DATAMARK may specify
in writing from time to time.

Taxes. All Fees and other amounts payable by Customer under this Agreement are exclusive of
taxes and similar assessments. To the extent required by applicable law, Customer is responsible
for all sales, use and excise taxes, and any other similar taxes, duties and charges of any kind
imposed by any federal, state or local governmental or regulatory authority on any amounts
payable by Customer hereunder, other than any taxes imposed on DATAMARK s income.
Customer hereby agrees to indemnify DATAMARK should any taxes be levied against
DATAMARK for which Customer is responsible under applicable law.

Term and Termination.

7.2.

73.

- Lerm and Termination.
Tls,

Initial Term. The term of this Agreement shall begin on the effective date and shall continue as
described in Section 7.3.

Termination. Either party may terminate this SaaS Agreement immediately upon a material

breach by the other party that has not been cured within thirty (30) days after receipt of notice of
such breach.

Renewal. This Agreement shall automatically renew on expiration of the (12) month term for
additional (12) month periods, unless either party requests termination at least thirty (30) days
prior to the end of the then-current term. VEP is sold on an annual subscription basis. The price

of the software will increase by 5% each year from the previous year's price. The price increase
is compounding.

7.4. Effect of Expiration or Termination.
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7.4.1. Upon any expiration or termination of this Agreement, DATAMARK shall immediately
cease providing the VEP Software and all usage rights granted under this SaaS
Agreement shall terminate.

74.2. IfDATAMARK terminates this Saa$ Agreement due to a breach by Customer, then
Customer shall immediately pay to DATAMARK all amounts then due under this SaaS
Agreement and to become due during the remaining term of this SaaS Agreement, but for
such termination. If Customer terminates this Saa$ Agreement due to a breach by
DATAMARK, then DATAMARK shall immediately repay to Customer all pre-paid
amounts for any unperformed DATAMARK Saa$ scheduled to be delivered after the
termination date.

7.4.3. DATAMARK agrees to preserve and back up Customer’s entire database as it would
have had the Agreement not been terminated. Customer shall make arrangements for the
transfer of such data back to Customer at Customer’s costs within thirty (30) days of any
termination unless such termination is a result of Customer’s failure to pay DATAMARK
any amounts due hereunder, in which case, Customer is not entitled to any such data until
its account is made current. In all events, DATAMARK shall preserve Customer’s data
for no more than five years following termination of this Agreement.

8. Confidentiality.

8.1.

8.2

Definition. “Confidential Information” means any information disclosed by a party to the other
party, directly or indirectly, which, (a) if in written, graphic, machine-readable or other tangible
form, is marked as “confidential” or “proprietary,” (b) if disclosed orally or by demonstration, is
identified at the time of initial disclosure as confidential and is confirmed in writing to the
receiving party to be “confidential” or “proprietary” within 30 days of such disclosure, (c) is
specifically deemed to be confidential by the terms of this SaaS Agreement, or (d) reasonably
appears to be confidential or proprietary because of the circumstances of disclosure and the
nature of the information itself, including trade secrets, secret designs, research and development
disclosures, or proprietary information. Confidential Information will also include information
disclosed by third parties to a disclosing party under an obligation of confidentiality. Subject to
the display of Customer Content as contemplated by this SaaS Agreement, Customer Content is
deemed Confidential Information of Customer. DATAMARK Software and Documentation are
deemed Confidential Information of DATAMARK.

Confidentiality. During the term of this SaaS Agreement and for 5 years thereafter, each party
shall treat as confidential all Confidential Information of the other party, shall not use such
Confidential Information except to exercise its rights and perform its obligations under this Saa$
Agreement, and shall not disclose such Confidential Information to any third party. Without
limiting the foregoing, each party shall use at least the same degree of care, but not less than a
reasonable degree of care, it uses to prevent the disclosure of its own confidential information to
prevent the disclosure of Confidential Information of the other party. Each party shall promptly
notify the other party of any actual or suspected misuse or unauthorized disclosure of the other
party’s Confidential Information. Neither party shall reverse engineer, disassemble or decompile
any prototypes, software or other tangible objects which embody the other party's Confidential
Information, and which are provided to the party hereunder. Each party may disclose
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Confidential Information of the other party on a need-to-know basis to its contractors who are
subject to confidentiality agreements requiring them to maintain such information in confidence
and use it only to facilitate the performance of their services on behalf of the receiving party.

8.3. Exceptions. Confidential Information excludes information that: (a) is known publicly at the time
of the disclosure or becomes known publicly after disclosure through no fault of the receiving
party, (b) is known to the receiving party, without restriction, at the time of disclosure or
becomes known to the receiving party, without restriction, from a source other than the
disclosing party not bound by confidentiality obligations to the disclosing party, or (c) is
independently developed by the receiving party without use of the Confidential Information as
demonstrated by the written records of the receiving party. The receiving party may disclose
Confidential Information of the other party to the extent such disclosure is required by law or
order of a court or other governmental authority, provided that the receiving party shall use
reasonable efforts to promptly notify the other party prior to such disclosure to enable the
disclosing party to seek a protective order or otherwise prevent or restrict such disclosure. Each
party may disclose the existence of this Saa$ Agreement and the relationship of the parties, but
agrees that the specific terms of this SaaS Agreement will be treated as Confidential Information;
provided, however, that each party may disclose the terms of this SaaS Agreement to those with

a need to know and under a duty of confidentiality such as accountants, lawyers, bankers and
investors.

9. Representations and Warranties,

9.1. Mutual Representations and Warranties. Each party represents and warrants to the other party
that:

a) itisduly organized, validly existing and in good standing as a corporation or other entity
under the Laws of the jurisdiction of its incorporation or other organization;

b) it has the full right, power and authority to enter into and perform its obligations and

grant the rights, licenses, consents and authorizations it grants or is required to grant
under this Agreement;

¢) the execution of this Agreement by its representative whose signature is set forth at the
end of this Agreement has been duly authorized by all necessary corporate or
organizational action of such party; and

d)  when executed and delivered by both parties, this Agreement will constitute the legal,

valid and binding obligation of such party, enforceable against such party in accordance
with its terms.

9.2. Additional Customer Representations, Warranties and Covenants, Customer represents, warrants
and covenants to DATAMARK that Customer owns or i i

and processed in accordance with this Agreement, they do not and will not infringe,
misappropriate or otherwise violate any Intellectua] Property Rights, or any privacy or other
rights of any third party or violate any applicable Law,
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9.3. Warranty and Disclaimer. DATAMARK shall use reasonable efforts consistent with prevailing
industry standards to maintain the DATAMARK Saa$ in a manner which minimizes errors and
interruptions in the DATAMARK Saa$ and shall provide access and use of the VEP Software
and perform implementation of VEP Systems in a professional and workmanlike manner. The
DATAMARK Saa$ may be temporarily unavailable for scheduled maintenance or for
unscheduled emergency maintenance, either by DATAMARK or by third-party providers, or
because of other causes beyond DATAMARK ’s reasonable control, but DATAMARK shall use
reasonable efforts to provide advance notice in writing or by e-mail of any scheduled service
interruption. HOWEVER, COMPANY DOES NOT WARRANT THAT THE DATAMARK
SAAS WILL BE UNINTERRUPTED OR ERROR F REE; NOR DOES IT MAKE ANY
WARRANTY AS TO THE RESULTS THAT MAY BE OBTAINED FROM USE OF THE
VEP SOFTWARE. EXCEPT AS EXPRESSLY SET FORTH IN THIS SECTION, THE VEP
SOFTWARE AND VEP SYSTEMS ARE PROVIDED “AS IS” AND COMPANY
DISCLAIMS ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, BUT NOT
LIMITED TO, IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE AND NON-INFRIN GEMENT.

9.4. Indemnification.

9.4.1. Indemnification by DATAMARK. If a third party makes a claim against Customer that
the SaaS Services infringes any patent, copyright or trademark, or misappropriates any
trade secret, DATAMARK shall defend Customer and its directors, officers and
employees against the claim at DATAMARK s expense and DATAMARK shall pay all
losses, damages and expenses (including reasonable attorneys’ fees) finally awarded
against such parties or agreed to in a written settlement agreement signed by
DATAMARK, to the extent arising from the claim. DATAMARK shall have no liability,
duty to defend, or indemnify for any claim based on (a) the Customer Content, (b)
modification of the DATAMARK SaaS not authorized by DATAMARK, or (c) use of the
DATAMARK Saa$ other than in accordance with the Documentation and this Saa$
Agreement. DATAMARK may, at its sole option and expense, procure for Customer the
right to continue use of the SaaS Services, modify the SaaS Services in a manner that does
not materially impair the functionality, or terminate the Subscription Term and repay to
Customer any amount paid by Customer with respect to the Subscription Term following
the termination date.

9.4.1. Indemnification by Customer. If a third party makes a claim against DATAMARK that
the Customer Content infringes any patent, copyright or trademark, or misappropriates any
trade secret, Customer shall defend DATAMARK and its directors, officers and
employees against the claim at Customer’s expense and Customer shall pay all losses,
damages and expenses (including reasonable attorneys’ fees) finally awarded against such
parties or agreed to in a written settlement agreement signed by Customer, to the extent
arising from the claim. Customer shall defend and indemnify DATAMARK for any
claim based on (a) the Customer Content, (b) modification of the DATAMARK SaaS not
authorized by DATAMARK, or (¢) use of DATAMARK SaaS other than in accordance
with the Documentation and this SaaS Agreement.
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9.4.2. Conditions for Indemnification. A party seeking indemnification under this section shall
(2) promptly notify the other party of the claim, (b) give the other party sole control of the
defense and settlement of the claim, and (c) provide, at the other party’s expense for out-
of-pocket expenses, the assistance, information and authority reasonably requested by the
other party in the defense and settlement of the claim.

9.4.3. DATAMARK may, if threatened with infringement or an enjoinment, at its option and

part or feature thereof.

9.5. No Other Rights. Customer has no title 1o or ownership of, any intellectual property rights with
respect to the Software including, without limitation, any related copyrights, trademarks, patents,
trade secrets, or inventions performed with the VEP Software, DATAMARK VEP computer
source code, descriptions of the VEP Software, and other intellectual property rights in the
underlying functions, look, and feel of the VEP Systems. Customer has only the granted with

Materials.

10. Limitations of Liability.
NEITHER PARTY (NOR ANY SERVICE, LICENSOR OR OTHER SUPPLIER OF

FORESEEABLE OR THE OTHER PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. NEITHER PARTY’S AGGREGATE LIABILITY FOR DAMAGES UNDER

AROSE. The foregoing limitations shall not apply to the parties” obligations (or any breach thereof)
under Sections entitled “Restriction”, “Indemnification”, or “Confidentiality”.

11. General Provisions.
Jeneral Provisions

11.1. Non-Exclusive Service. Customer acknowledges that Saa$ Services is provided on a non-
exclusive basis. Nothing shall be deemed to prevent or restrict DATAMARK ’s ability to
provide the Saa$S Services or other technology, including any features or functionality first
developed for Customer, to other parties.
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11.2. Independent Contractors. The relationship between the parties is that of independent
contractors. Nothing contained in this Agreement shall be construed as creating other
relationship between the parties, and nejther party shall have authority to contract for or bind the
other party in any manner whatsoever. Except as provided in this SaaS Agreement, neither party
shall be responsible for the acts or omissions of the other party or the other party’s personnel.

11.3. Publicity. DATAMARK may include Customer’s name and/or logo in its customer lists and on
its website. Upon signing, DATAMARK may issue a high-level press release announcing the
relationship and the manner in which Customer will use the DATAMARK Software and
System solution. DATAMARK shall coordinate its efforts with appropriate communications
personnel in Customer’s organization to secure approval of the press release if necessary.

11.4. Export Regulations. Export laws and regulations of the United States and any other relevant
local export laws and regulations apply to the SaaS Services. Customer agrees that such export
control laws govern its use of the DATAMARK SaaS (including technical data) and any SaaS
deliverables provided under this Agreement, and Customer agrees to comply with all such
export laws and regulations. Customer agrees that no data, information, software programs
and/or materials resulting from services (or direct product thereof) will be exported, directly or
indirectly, in violation of these laws.

11.5. Notices. Except as otherwise permitted in this SaaS Agreement, notices under this SaaS
Agreement shall be in writing and shall be deemed to have been given (a) five (5) business days
after mailing if sent by registered or certified U.S. mail, (b) when transmitted if sent by
facsimile or email, provided that a copy of'the notice is promptly sent by another means
specified in this section, or (c) when delivered if delivered personally or sent by express courier

service. All notices shall be sent to the other party at the address set forth on the cover page of
this SaaS Agreement.

11.6. Interpretation. The parties intend this SaaS Agreement to be construed without regard to any
presumption or rule requiring construction or interpretation against the party drafting an
instrument or causing any instrument to be drafted. The exhibits, schedules, attachments and
appendices referred to herein are an integral part of this Agreement to the same extent as if they
were set forth verbatim herein.

11.7. Headings. The headings in this Saa$S Agreement are for reference only and do not affect the
interpretation of this Agreement.

11.8. Force Majeure. Each party will be excused from performance for any period during which, and
to the extent that, such party or any subcontractor is prevented from performing any obligation
or service, in whole or in part, as a result of causes beyond its reasonable control, and without
its fault or negligence, including without limitation, acts of God, strikes, lockouts, riots, acts of
terrorism or war, epidemics, communication line failures, and power failures.

11.9. Entire Agreement. This SaaS Agreement (including the schedules and appendices) constitute
the entire, fully integrated agreement between the parties with respect to the subject matter
hereof. Standard or printed terms contained in any purchase order or sales confirmation are
deemed rejected and shall be void unless specifically accepted in writing by the party against
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whom their enforcement is sought; mere commencement of work or payment against such
forms shall not be deemed acceptance of the terms. No amendment to or modification of this
Agreement is effective unless it is in writing and signed by an authorized representative of each
party.

11.10. DATAMARK Personal Data Obligations. In performing the SaaS Agreement, DATAMARK
will comply with the Michael Baker International (Michael Baker) Privacy Policy, which is

discretion; however, Michael Baker’s policy changes will not result in 2 material reduction in
the level of protection provided for Customer data during the period for which fees for the VEP
Software have been paid. The policies referenced in this Saa$ Agreement specify our respective
responsibilities for maintaining the security of Customer data in connection with the SaaS
Agreement. DATAMARK will only process Customer Personal Data in a manner that is
reasonably necessary to provide a VEP System and/or VEP Software and will only process
Customer Personal Data for the purpose of delivering DATAMARK SaaS.

11.11. Assignment. Neither party may assign this SaaS Agreement or any right under this Saa$S
Agreement, without the consent of the other party, which consent shall not be unreasonably

11.12. No Third-party Beneficiaries. This Agreement is for the sole benefit of the parties hereto and
nothing herein, express or implied, is intended to or shall confer upon any other Person any

legal or equitable right, benefit or remedy of any nature whatsoever under or because of this
Agreement.

11.13. Severability. If any term of this SaaS Agreement is held to be invalid or unenforceable, that
term shall be reformed to achieve as nearly as possible the same effect as the original term, and
the remainder of this SaaS Agreement shall remain in full force.

11.14. Surviving Terms, Sections 1,2, and 7 through 11 of this SaaS Agreement shall survive the
expiration or termination of this SaaS Agreement for any reason,

11.15. Governing Law, This Agreement is governed by and construed in accordance with the internal
laws of the State of Pennsylvania without giving effect to any choice or conflict of law

provision or rule that would require or permit the application of the laws of any jurisdiction
other than those of the State of Pennsylvania.

11.16. Compliance with Laws. DATAMARK shall comply with all applicable local, state, national in

connection with its delivery of the DATAMARK SaasS, including those laws related to data
privacy, and the transmission of technical or personal data.
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11.17. Dispute Resolution. Customer’s satisfaction is an important objective to DATAMARK in
performing its obligations under this Saa$ Agreement. Except with respect to intellectual
property rights, if a dispute arises between the parties relating to the interpretation or
performance of this SaaS Agreement or the grounds for the termination hereof, the parties agree
to hold a meeting within fifteen (15) days of written request by either party, attended by
individuals with decision-making authority, regarding the dispute, to attempt in good fajth to
negotiate a resolution of the dispute prior to pursuing other available remedies. If, within 15
days after such meeting, the parties have not succeeded in resolving the dispute, either party
may protect its interests by any lawful means available to it.

11.18. Signatures. This Agreement may be executed in counterparts, each of which is deemed an
original, but all of which together are deemed to be one and the same agreement. A signed copy
of this Agreement delivered by facsimile, e-mail or other means of electronic transmission is
deemed to have the same legal effect as delivery of an original signed copy of this Agreement.

IN WITNESS WHEREOF , the ;)arties hereto have executed this Software as a Service Agreement as of
the provided effective date:  1/21/2022 5

MICHAEL BAKER INTERNATIONAL, INC.
(DATAMARK)

-

Name: Jason Bivens
Title: Associate Vice President

CUSTOMER
gy, Confree P
Name: EDWS$ ‘\%&D e

Titl: 1% e
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Schedule A

for Options Annual Fee

DATAMARK VEP Software as a Service (SaaS)
Year 1 Subscription $64,710
Performance Period Start: 2/2021

Invoices shall be addressed to:

Mr. Art Andres, Director
Contfire JPA

1743 Miro Way

Rialto, CA 92376

DATA&ARK Revised 3. 2021 14
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Appendix A

OJECT MANAGERS & POINTS OF CONTACT
RO G PUINTS OF CONTACT

Jeff Ledbetter, GISP, ENP
Account Manager
Jeff.Ledbetter@mbakerintl.com

+ 949-472-3430

Revised 3. 2021
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Appendix B

CUSTOMER USE AUTHORIZATION

== ALV TAURIZATION
Subscriber Name VEPType | Tier | A | E V | O | Specified Rights for Identified Use
San Bernardino County Validator 6 1 TT1TO1 R 10 15k

Key: A — Administrator; E — Editor; V — Validator; O — Observer

DATAMARK

Revisad 3, 2021
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Appendix C

SAAS SERVICE LEVEL AND MAINTENANCE AGREEMEMT
oYL AND WAINTENANCE AGREEMEMT

The purpose of this Saa$ Service Level and Maintenance Agreement (SLA) is to define the
Service Level for the maintenance and support of the DATAMARK Saa$ (“VEP Software”).
The VEP Software shall be accessible 24 hours per day, 365 days per year subject to routine
maintenance and unexpected outages.

Service Level Agreements are used as a tool to measure and guide DATAMARK and Customer in
achieving the goals for effective delivery of all DATAMARK SaaS$ to the Customer.
DATAMARK is providing Customer with the capability to run the VEP Software in a hosted
environment. DATAMARK may choose to work with other Internet or Application service
providers in providing its Saa$ to Customer.

The SLA may be modified by DATAMARK from time to time, Updates to the SLA can
periodically be found on the DATAMARK VEP Knowledge base accessed through Customer
VEP portal. If a modification is unacceptable to Customer, Customer may cancel a subscription,
upon written notice to DATAMARK. If Customer continues to use the VEP Software, Customer
will be deemed to have accepted the modification. The following SLA shall outline
DATAMARK's service level commitment;

1. The VEP Software

Specifically, DATAMARK will provide the following:

* Application Administration
Sof{)w

are installation and software updates (patches, upgrades, support, and maintenance)
e Technical Support :

Online email support during coverage hours, 24x7 access to support portal
* SaaS Management

Client activation, security monitoring, change control, problem management, and escalation
procedures ; ’

e System Administration

System configuration, deployment, support, monitoring, response, repair, tuning and
capacity planning
¢ Network Administration

Network provisioning, monitoring, response, repair, security, utilization management and
capacity planning

* Data backup and retention
Backups of Customer data

Customer is responsible for purchase and maintenance of its own equipment, hardware and access,
including but not limited to network and data connection, to establish a connection to the Internet.

2. Server Environment

2.1 Cloud Services

The VEP Software is hosted in a secure Amazon Web Services (AWS) cloud environment. Note:
AWS ensures data centers are equipped with back-up power supply to ensure power is available to
maintain operations in the event of an electrical failure for eritical and essential loads in the facility.
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Dedicated compute power for RDS may be allocated to Customers upon request with additional

fees.

2.2 Security

DATAMARK ensures that Custo

mer data is protected with data encryption, user authentication,

application security, and more. The VEP Software adheres to the following security measures and

plans:

e NIST SP 800-53

 Data encryption at TLS

¢ Proactive Intrusion Detection and Prevention
¢ Amazon Web Service backup and recovery procedures

Specific measures include:

e All servers are located

¢ All firewalls have Intrusion Detection enabled.
*  SSL encryption

3. Service Measures

behind the firewall with only essential ports enabled.

3.1 Availability
The following availability will be maintained:
[ Measurement Definition DATAMARK SL.A

Software Availability| The periods of time that the Software 24x 7 x 365, 99.5% average over a month
is available for use by the Customer not including scheduled downtime.
not including scheduled downtime.

User Response Time | The time it takes for the Software to Because of many external factors involved in
complete a user request and return a this measurement, the response time cannot be
response. specified.

Backups Customer data as well as application Full database backups of Customer Data are
installation backups performed routinely every evening. Backup

files will be retained for 2 days.

Restoration of Saa$ | In the event of a major disaster event, [ DATANARK wil restore VEP Software at one
such as flooding of the hosting facility or or more alternate locations within 3 business
an earthquake that destroys the days.
infrastructure.

Maximum Restore | It is the maximum age of the data No more than 48 hours.

Age should we need to restore production
data from backup.

Problem Response | Provision of user support. 90% of issues responded to in one hour or less

Time during primary coverage.

Primary Coverage will be 8am- 8pm
Eastern time Monday through Friday, We are targeting a 90% compliance rate that
excluding statutory holidays. every issue will be responded to in one hour or
less during primary coverage. To calculate this,
Response time will be calculated by we take: # of issues responded to in 1 hr or less
dividing the numbers of issyes / total number of issues. For example, ifa
responded to in one hour or less divided customer logs 10 issues in 1 month and 9 of
by the total number of issues received them were responded to in 1 hour, we have a
for the month. 90% compliance rate which means we hit our
target.
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